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使用文件分析进行规划

规划数据迁移

使用文件分析规划数据迁移。

XCP 是一个 CLI ，而文件分析则具有一个图形用户界面。

• 概述 *

XCP 文件分析使用 XCP 扫描 API 从 NFS 或 SMB 主机收集数据。然后，此数据将显示在 XCP 文件分析图形用
户界面上。XCP 文件分析涉及三个主要组件：

• XCP 服务

• 文件分析数据库

• 文件分析 GUI ，用于管理和查看数据

XCP 文件分析组件的部署方法取决于所需的解决方案：

• 为 NFS 文件系统部署 XCP 文件分析解决方案：

◦ 您可以在同一 Linux 主机中部署文件分析图形用户界面，数据库和 XCP 服务。

• 为 SMB 文件系统部署 XCP 文件分析解决方案：您必须在 Linux 主机中部署文件分析 GUI 和数据库，并在
Windows 主机上部署 XCP 服务。

访问文件分析

文件分析提供扫描结果的图形视图。

登录到文件分析GUI

XCP文件分析GUI提供了一个信息板、其中包含用于可视化文件分析的图形。在 Linux 计算机上配置 XCP 时，
XCP 文件分析图形用户界面将处于启用状态。

要检查访问文件分析所支持的浏览器，请参见 "NetApp IMT"。

步骤

1. 使用链接 ` https://<IP address of Linux machine>/XCP` 访问文件分析图形用户界面。出现提示时，接受安
全证书：

a. 选择隐私声明下方的*高级*。

b. 选择*继续 <IP address of linux machine>*链接。

2. 登录到文件分析图形用户界面。

可以通过两种方式登录到文件分析图形用户界面：
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使用用户凭据登录

a. 使用安装文件分析时获得的用户凭据登录到图形用户界面。

b. (可选)将密码更改为您自己的密码。

如果要将安装期间获得的密码更改为您自己的密码，请选择用户图标并选择*Change password*。

新密码长度必须至少为八个字符、并且至少包含一个数字、一个大写字母、一个小写字母和一个特
殊字符(！@#$%^和*-_)。

更改密码后、系统会自动从GUI中注销、您必须使用创建的新密码重新登录。

配置和启用SSO功能

您可以使用此登录功能在特定计算机上设置XCP文件分析、并在企业范围内共享Web UI URL、从而允
许用户使用其单点登录(Single Sign On、SSO)凭据登录到UI。

SSO登录是可选的、可以永久配置和启用。要设置基于安全断言标记语言(SAML)的SSO
登录、请参见 配置SSO凭据。

3. 登录后、您可以看到NFS代理；绿色勾号显示Linux系统和XCP版本的最低系统配置。

4. 如果您已配置 SMB 代理，则可以看到在同一代理卡中添加了 SMB 代理。

配置SSO凭据

SSO登录功能在使用SAML的XCP文件分析中实施、并受Active Directory联合身份验证服务(Active Directory
Federation Services、ADFS)身份提供程序支持。SAML会将身份验证任务卸载到企业的第三方身份提供程
序(IdP)、该程序可利用任意数量的MFA方法(多因素身份验证)。

步骤
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1. 向企业身份提供程序注册XCP文件分析应用程序。

文件分析现在以服务提供商的身份运行、因此必须向企业身份提供商注册。通常、企业中有一个团队负责处
理此SSO集成过程。第一步是找到相关团队并联系他们、并与他们共享文件分析应用程序元数据详细信息。

以下是向身份提供程序注册时必须共享的必填详细信息：

◦ 服务提供商实体ID： https://<IP address of linux machine>/xcp

◦ 服务提供商断言使用者服务(ACS) URL： https://<IP address of linux

machine>:5030/api/xcp/SAML/sp

您也可以登录到文件分析UI来验证这些详细信息：

i. 按照中所述的步骤登录到GUI 登录到文件分析GUI。

ii. 选择页面右上角的*用户*图标、然后选择* SAML设置*。

在显示的下拉菜单中选中*服务提供商设置*。

注册后、您将收到企业的IdP端点详细信息。您需要向文件分析UI提供此IdP端点元数据。

2. 提供IdP详细信息：

a. 转至 * 信息板 * 。选择页面右上角的*用户*图标、然后选择* SAML设置*。

b. 输入注册后获取的IdP详细信息。

▪ 示例 *
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a. 选中*启用SAML *复选框以永久启用基于SAML的SSO。

b. 选择 * 保存 * 。

c. 注销文件分析并重新登录。

系统会将您重定向到企业SSO页面。

添加文件服务器

您可以在 XCP 文件分析 GUI 中配置 NFS 和 SMB 导出的文件系统。

这样， XCP 文件分析便可扫描和分析文件系统上的数据。按照以下步骤添加 NFS 或 SMB 文件服务器。

步骤

1. 要添加文件服务器，请选择 * 添加文件服务器 * 。
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添加文件服务器 IP 地址，选择 NFS 或 SMB 选项，然后单击 * 添加 * 。

如果 SMB 代理在图形用户界面中不可见，您将无法添加 SMB 服务器。

添加文件服务器后， XCP 将显示：

• 可用文件共享总数

• 包含分析数据的文件共享（初始计数为 "0" ，在您成功运行扫描时会更新）

• 总空间利用率—所有导出已利用的空间之和

• 文件共享和空间利用率数据是直接从 NFS/SMB 服务器获取的实时数据。收集和处理数据需要几秒钟的时
间。

文件分析中的可用空间与已用空间是根据通过 NFS 提供的每个导出文件系统计算得出的。例如，
如果卷包含 qtree ，并且导出是通过 qtree 创建的，则总空间为卷大小和 qtree 大小的累积空间。

运行扫描

将 NFS/SMB 文件系统添加到 XCP 文件分析图形用户界面后，您可以启动文件系统扫描来
分析和表示数据。

步骤

1. 选择添加的文件服务器卡上的箭头以查看文件服务器上的文件共享。
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2. 从文件共享列表中，选择要扫描的文件共享的名称。

3. 选择 * 扫描 * 以启动扫描。

XCP 将显示扫描的进度条。

4. 扫描完成后，系统将启用 * 统计视图 * 和 * 文件分发 * 选项卡，以允许您查看图形。

了解图形

文件分析 GUI 信息板显示多个图形，用于直观地显示文件分析。

6



热冷计数图

XCP 文件分析将 90 天内未访问的文件归类为冷数据。过去 90 天访问的文件是热数据。定义热数据和冷数据的
标准仅基于访问时间。

" 热冷计数 " 图显示了 XCP NFS 中热或冷的索引节点数（以百万为单位）。在 XCP SMB 中，此图表示热文件
或冷文件的数量。彩色条表示热数据，并显示在 90 天内访问的文件的百分比。

冷热大小图

冷热大小图显示冷热文件的百分比以及每个类别中文件的总大小。彩色条表示热数据，非彩色部分表示冷数据。
定义热数据和冷数据的标准仅基于访问时间。

目录图形中的条目
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目录图形中的条目显示目录中的条目数。depth 列包含不同的目录大小， Count 列指示每个目录深度中的条目
数。

按大小分布的文件图

" 按大小分布的文件 " 图显示给定文件大小下的文件数。" 文件大小 " 列包含文件大小的类别， " 计数 " 列指示文
件数的分布情况。

目录深度图
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目录深度图表示目录数在不同目录深度范围内的分布情况。depth 列包含各种目录深度， Count 列包含文件共享
中每个目录深度的计数。

大小图形使用的文件空间

大小所用文件空间图显示了不同文件大小范围内的文件数。文件大小列包含不同的文件大小范围，已用空间列指
示每个文件大小范围使用的空间。

用户占用的空间图形
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用户占用的空间图显示用户使用的空间。Username 列包含用户名（无法检索用户名时为 UID ）， Space Used
列指示每个用户名使用的空间。

已访问 / 修改 / 创建的文件图形
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文件已访问/已修改/已创建图形显示随时间变化的文件计数。X轴表示所做更改的时间段、Y轴表示所更改的文件
数。

要获取 SMB 扫描中的访问时间（ atime ）图，请选中在运行扫描之前保留 atime 复选框。

访问/修改/创建的文件大小图形
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访问/修改/创建的文件大小图形显示随时间变化的文件大小。X轴表示所做更改的时间段、Y轴表示所更改文件的
大小。

要获取 SMB 扫描中的访问时间（ atime ）图，请选中在运行扫描之前保留 atime 复选框。

按扩展名统计图的文件分布

按扩展名分布的文件图表示文件共享中不同文件扩展名的计数。表示扩展名的分区大小取决于每个扩展名包含的
文件数。

此外、对于SMB共享、您可以通过在运行扫描之前选中备用数据流复选框来获取每个文件扩展名的备用数据流
文件数。
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文件大小分布(按扩展名统计图)

"按扩展名分布的文件大小"图表示文件共享中不同文件扩展名的累计大小。表示扩展名的分区大小取决于每个扩
展名的文件大小。

按类型分布的文件图形

按类型分布图表示以下类型的文件数：

• reg ：常规文件

• LNK ：包含链接的文件

• 特殊功能：包含设备文件和字符文件的文件。

• dir ：包含目录的文件
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• 接合：仅适用于 SMB

此外、对于SMB共享、您可以通过在运行扫描之前选中备用数据流对应的复选框来获取不同类型的备用数据流
文件的数量。
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