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使用 Shift Toolkit 遷移或轉換虛擬機

了解如何使用NetApp Shift Toolkit 在虛擬化環境之間遷移虛擬
機

NetApp Shift Toolkit 是一款獨立產品，旨在簡化和加速跨虛擬機器管理程式（例如
VMware ESXi、Microsoft Hyper-V、Oracle Linux Virtualization Manager、Redhat

OpenShift 等）的虛擬機器遷移。它還支援各種虛擬磁碟格式之間的磁碟級轉換。

用例

每個組織現在都看到了擁有多虛擬機器管理程式環境的好處。隨著近期市場的變化，每個組織都在權衡技術和商
業風險，以決定最佳行動方案，包括將工作負載虛擬機器遷移到其他虛擬機器管理程序，專注於實現業務目標，
並控制供應商鎖定。這使得他們能夠以優化的方式運營，降低授權成本，並將 IT 預算擴展到正確的領域，而不
是將資金投入特定虛擬機器管理程式上那些未使用的核心。然而，挑戰始終在於遷移時間和相關的停機時間。

借助NetApp Shift 工具包，遷移虛擬機器 (VM) 不再是問題。這款獨立產品支援快速且有效率地將虛擬機器從
VMware ESXi 遷移到 Microsoft Hyper-V。此外，它還支援各種虛擬磁碟格式之間的磁碟級轉換。由於ONTAP提
供的開箱即用功能，這些遷移可以非常迅速，而且停機時間最短。例如，轉換 1TB VMDK 檔案通常需要幾個小
時，但使用 Shift 工具包，可以在幾秒鐘內完成。

工具包概述

NetApp Shift 工具包是一種易於使用的圖形使用者介面 (GUI) 解決方案，可在不同的虛擬機器管理程式之間遷移
虛擬機器 (VM) 並轉換虛擬磁碟格式。它利用NetApp FlexClone® 技術快速轉換 VM 硬碟。此外，該工具包還管
理目標虛擬機器的建立和配置。

Shift 工具包透過支援以下虛擬機器管理程式之間的雙向轉換，在多虛擬機器管理程式環境中提供了靈活性：

• VMware ESXi 到 Microsoft Hyper-V

• Microsoft Hyper-V 到 VMware ESXi

• VMware ESXi 到 Oracle Linux Virtualization Manager (OLVM)

• VMware ESXi 到 Red Hat OpenShift 虛擬化

Shift 工具包支援虛擬機器管理程式之間對下列磁碟格式進行虛擬磁碟的磁碟級轉換：

• VMware ESX 到 Microsoft Hyper-V（虛擬機器磁碟 [VMDK] 到虛擬硬碟格式 [VHDX]）

• Microsoft Hyper-V 到 VMware ESX（虛擬硬碟格式 [VHDX] 到虛擬機器磁碟 [VMDK]）

• VMware ESX 到 KVM 相容虛擬機器管理程式（VMDK 到 QCOW2）

• VMware ESX 到 KVM 相容的虛擬機器管理程式（VMDK 到 RAW）
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Shift 工具包可以下載"這裡"僅適用於 Windows 系統。

VM可移植性的好處

ONTAP適用於任何虛擬機器管理程式和任何超標量。採用FlexClone技術。幾分鐘內即可實現虛擬機器可移植性
，而無需等待更長的停機時間或使用直通選項來解決。

Shift 工具包：

• 有助於最大限度地減少停機時間並提高業務生產力。

• 透過降低許可成本、鎖定和對單一供應商的承諾來提供選擇和靈活性。

• 使組織能夠優化 VM 授權成本並擴展 IT 預算。

• 透過虛擬機器可移植性降低虛擬化成本，並由NetApp免費提供。

Shift 工具包的工作原理

在轉換時，Shift 工具包連接到 VMware ESXi 和 Microsoft Hyper-V 主機以及共享NetApp儲存。 Shift 工具包利
用FlexClone並透過三項關鍵的NetApp技術將 VM 硬碟從一個虛擬機器管理程式轉換到另一個虛擬機器管理程式
：

• 單一磁碟區和多種協定 使用NetApp ONTAP，可以輕鬆地使用多種協定存取單一磁碟區。例如，VMware

ESXi 可以存取啟用網路檔案系統 (NFS) 協定的捲，而 Microsoft Hyper-V 可以使用 CIFS/SMB 協定存取相
同的磁碟區。

• FlexClone技術FlexClone允許快速克隆整個文件或卷，而無需複製資料。儲存系統上的公共區塊在多個檔案
或磁碟區之間共用。因此，可以非常快速地複製大型 VM 磁碟。

• VM 磁碟轉換NetApp PowerShell 工具包和 Shift 工具包包含大量可用於對NetApp儲存控制器執行各種操作
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的工作流程。其中包括將虛擬磁碟轉換為不同格式的 PowerShell cmdlet。例如，VMware VMDK 可以轉
換為 Microsoft VHDX，反之亦然。這些轉換由FlexClone執行，它能夠透過一個步驟非常快速地複製和轉換
磁碟格式。

協定和通訊方法

Shift 工具包在轉換或遷移作業期間使用下列協定。

• HTTPS - Shift 工具包使用它與Data ONTAP叢集進行通訊。

• VI Java（openJDK）、VMware PowerCLI - 用於與 VMware ESXi 通訊。

• Windows PowerShell 模組 - 用於與 Microsoft Hyper-V 通訊。

防火牆必須允許通過以下連接埠的流量：

港口 協定 來源 目的地 目的

443 TCP Shift 工具包節點 VMware vCenter VMware 清單

443 TCP Shift 工具包節點 VMware ESXi 節點 Invoke-vmscript 依賴項（
已路由）

443 TCP Shift 工具包節點 目標虛擬機器管理程
序

目標庫存

443 TCP Shift 工具包節點 ONTAP 系統 ONTAP 訪問

5985/5986 HTTP Shift 工具包節點 Hyper-V 主機 WinRM
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NetApp Shift 工具包支援的版本

請確認您的 Windows 和 Linux 客戶作業系統、 ONTAP版本和虛擬機器管理程式是否
受NetApp Shift Toolkit 支援。

支援的虛擬機器客戶作業系統

Shift Toolkit 支援以下 Windows 和 Linux 客戶作業系統，用於 VM 轉換。

Windows作業系統

• Windows 10

• Windows 11

• Windows 伺服器 2016

• Windows 伺服器 2019

• Windows 伺服器 2022

• Windows 伺服器 2025

Linux作業系統

• CentOS Linux 7.x

• Alma Linux 7.x

• Red Hat Enterprise Linux 7.2 或更高版本

• Red Hat Enterprise Linux 8.x

• 紅帽企業 Linux 9.x

• Ubuntu 2018

• Ubuntu 2022

• Ubuntu 2024

• Debian 12

• SUSE Linux Enterprise Server 12

• SUSE Linux Enterprise Server 15

不支援 CentOS Linux 和 Red Hat Enterprise Linux 版本 5 和 6。

Windows Server 2008 未獲得官方支援。但是，轉換過程可能有效，有些客戶已經成功轉換了
Windows Server 2008 虛擬機器。遷移後，請手動更新 IP 位址，因為用於 IP 位址自動指派的
PowerShell 版本與 Windows Server 2008 不相容。

支援的 ONTAP 版本

Shift Toolkit 支援ONTAP 9.14.1 或更高版本。
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支援的虛擬機器管理程序

Shift Toolkit 支援以下虛擬機器管理程式平台，用於虛擬機器遷移和轉換。

目前版本僅支援 Hyper-V、VMware、OpenShift 和 Oracle Virtualization 進行端對端虛擬機器遷
移。對於 KVM 目標，僅支援磁碟轉換。

VMware vSphere

Shift 工具包已通過 vSphere 7.0.3 或更高版本的驗證。

微軟 Hyper-V

Shift 工具包已針對以下 Hyper-V 角色進行驗證：

• 在 Windows Server 2019 上執行的 Hyper-V 角色

• 在 Windows Server 2022 上執行的 Hyper-V 角色

• 在 Windows Server 2025 上執行的 Hyper-V 角色

紅帽 OpenShift

Shift 工具包已針對運行 4.17 及更高版本的 Red Hat OpenShift 和 OpenShift Virtualization 進行了驗證。

Oracle Linux 虛擬化管理器

Shift 工具包已針對下列 Oracle Linux Virtualization Manager 版本進行驗證：

• Oracle Linux Virtualization Manager 4.5 或更高版本

• Oracle Linux Virtualization Manager 主機必須安裝 ovirt-engine-4.5.4-1.el8 RPM 或更高版本。

虛擬機

對於 KVM 目標，Shift Toolkit 僅支援磁碟格式轉換（VMDK 到 QCOW2 或 RAW）。從目標下拉式選單中選擇
KVM 時，不需要提供虛擬機器管理程式連線詳細資訊。轉換完成後，使用 QCOW2 磁碟在基於 KVM 的平台上
配置虛擬機器。

安裝 Shift Toolkit

準備安裝適用於ONTAP儲存的NetApp Shift 工具包

請確保您的環境符合先決條件，並為您的部署方案選擇合適的安裝包，以便安裝NetApp

Shift Toolkit。

開始之前

請確認您的環境符合以下要求：

• Windows Server 2019、2022 或 2025

• 用於安裝 Shift Toolkit 的專用虛擬機

• 來源環境與目標環境之間的網路連接
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• 執行在 VMware vSphere 或 Microsoft Hyper-V 上的虛擬機

在專用虛擬機器上安裝 Shift Toolkit，即可從單一伺服器管理多個來源和目標虛擬機器管理程式。

選擇安裝包

Shift Toolkit 提供兩種安裝包： "NetApp工具箱"：

線上安裝程式（約130MB）

• 安裝過程中從互聯網下載並安裝必備組件。

• 安裝過程中需連接互聯網

• 更小的軟體包體積，下載速度更快

離線安裝程式（約1.2 GB）

• 包含軟體包內的所有先決條件。

• 支援在沒有網路連線的虛擬機器上安裝

• 無需代理配置

• 提供安裝過程的更多控制權

對於與外部網路隔離的環境，或當您需要完全控制安裝程序而不需要外部相依性時，請使用離線
安裝程式。

安裝NetApp Shift 工具包的要求

在安裝 Shift Toolkit 之前，請確認您的環境符合硬體、連接性和ONTAP儲存需求。

硬體需求

請確保Shift Toolkit伺服器符合以下最低硬體需求：

• CPU：4 個虛擬 CPU

• 記憶體：至少 8 GB

• 磁碟空間：至少 100 GB（安裝需要 900 MB）

連接要求

請確認符合以下連接要求：

• Shift Toolkit 必須安裝在獨立的 Windows 伺服器（實體伺服器或虛擬伺服器）上。

6

https://mysupport.netapp.com/site/tools/tool-eula/netapp-shift-toolkit
https://mysupport.netapp.com/site/tools/tool-eula/netapp-shift-toolkit
https://mysupport.netapp.com/site/tools/tool-eula/netapp-shift-toolkit
https://mysupport.netapp.com/site/tools/tool-eula/netapp-shift-toolkit
https://mysupport.netapp.com/site/tools/tool-eula/netapp-shift-toolkit
https://mysupport.netapp.com/site/tools/tool-eula/netapp-shift-toolkit
https://mysupport.netapp.com/site/tools/tool-eula/netapp-shift-toolkit


• 必須配置虛擬機器管理程式和儲存環境，以允許 Shift Toolkit 與所有元件互動。

• 對於 Hyper-V 遷移，Shift 伺服器、 ONTAP CIFS 伺服器和 Hyper-V 伺服器必須位於相同 Windows Active

Directory 網域中。

• 支援在虛擬機器轉換期間使用多個 CIFS 和 NFS 的 LIF，以便與儲存虛擬機器 (SVM) 搭配使用。

• 對於 CIFS 操作，Windows 網域控制站和ONTAP儲存控制器之間的時間設定必須同步。

ONTAP儲存配置

配置ONTAP儲存元件，包括 SVM、qtree 和 CIFS 共享，以支援 Shift Toolkit 遷移。

建立一個新的SVM（建議）

雖然 Shift Toolkit 允許使用現有的 SVM，但NetApp建議為遷移作業建立一個專用的 SVM。

建立新的SVM可帶來以下好處：

• 將遷移操作與生產工作負載隔離。

• 確保 SVM 符合 Shift Toolkit 的要求，而無需修改生產配置。

• 簡化了 VMware 和 Hyper-V 之間雙向遷移的配置。

使用 Storage vMotion 將虛擬機器遷移到專用 SVM 上新的指定 NFSv3 資料存儲，無需停機。這種方法可確保
遷移的虛擬機器不會駐留在生產 SVM 上。

使用ONTAP CLI、 NetApp PowerShell Toolkit 或ONTAP系統管理員建立新的 SVM。有關詳細步驟，請參
閱ONTAP文件。 "正在配置新的SVM" 同時啟用NFS和SMB協定。

對於 VMware 和 Hyper-V 之間的雙向遷移，請在 SVM 和已設定的磁碟區上同時啟用 NFS 和
SMB 協定。

qtree 要求

在將託管轉換後虛擬機器的磁碟區上建立 qtree。Qtree 根據目標虛擬機器管理程式將轉換後的磁碟檔案隔離和
儲存。

按遷移類型劃分的安全樣式：

• ESXi 到 Hyper-V：NTFS 安全風格（儲存轉換後的 VHDX 檔案）

• Hyper-V 到 ESXi：UNIX 安全風格（儲存轉換後的 VMDK 檔案）

• ESXi 到 OpenShift 虛擬化 (QCOW2)：UNIX 安全風格

• ESXi 到 OLVM（RAW 或 QCOW2）：UNIX 安全風格

Shift Toolkit 不驗證 qtree 安全樣式。建立具有適合目標虛擬機器管理程式和磁碟格式的安全樣式的 qtree。

詳細步驟請參考： "創建 qtree" 在ONTAP文檔中。
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目標路徑必須與來源虛擬機器位於同一磁碟區上。

對於 OpenShift Virtualization，轉換後的 QCOW2 檔案可以選擇直接放置在磁碟區上，而無需使
用 qtree。使用 Shift Toolkit GUI 或 API 執行此轉換。

CIFS股份要求

對於 Hyper-V 遷移，請建立一個 CIFS 共用來儲存轉換後的 VM 資料。NFS 共用（來源虛擬機器）和 CIFS 共
用（轉換後的虛擬機器）必須位於同一磁碟區上。

使用以下屬性配置 CIFS 共用：

• 已啟用 SMB 3.0（預設為啟用）

• 持續可用的屬性已啟用

• SVM 上已停用 SMB 匯出策略

• 網域上允許使用 Kerberos 和 NTLMv2 驗證

詳細步驟請參考： "建立 SMB 共享" 在ONTAP文檔中。選擇持續可用性屬性以及其他預設屬性。
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ONTAP使用 Windows 預設共用權限「所有人/完全控制」建立共用。
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安裝或升級適用於ONTAP儲存的NetApp Shift 工具包

在確認您的環境符合準備和先決條件要求後，安裝或升級NetApp Shift Toolkit。

安裝 Shift 工具包

下載並執行安裝程序，在您的 Windows 伺服器上安裝 Shift Toolkit。

步驟

1. 下載 "Shift 工具包" 打包並解壓縮。

顯示範例

2. 雙擊下載的 .exe 檔案以啟動 Shift Toolkit 安裝。

顯示範例

所有預檢均在安裝過程中進行。如果未滿足最低要求，則會顯示相應的錯誤或警告訊息。

3. 選擇安裝位置或使用預設位置，然後按一下「下一步」。
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顯示範例

4. 選擇用於存取 Shift Toolkit 使用者介面的 IP 位址。
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顯示範例

如果虛擬機器有多個網路卡，設定過程中允許您從下拉清單中選擇合適的 IP 位址。

5. 查看將自動下載和安裝的必要元件，然後按一下「下一步」。

這些是Shift Toolkit正常運作所必需的元件：
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顯示範例

6. 查看 Java OpenJDK GNU 許可信息，然後按一下「下一步」。
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顯示範例

7. 保留建立桌面捷徑的預設設置，然後按一下「下一步」。
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顯示範例

8. 點選“安裝”開始安裝。
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顯示範例

9. 等待安裝完成。安裝程式會下載並安裝所有必要的元件。完成後點選“完成”。
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顯示範例

安裝過程大約需要 10-15 分鐘。

10. 接受自簽名憑證提示，然後按一下「下一步」。

17



顯示範例

自簽名憑證可以替換為第三方憑證或 CA 產生的憑證。替換位於下列位置的 certs 資料夾中的

憑證： <installation directory>\Storage\Certs。

結果

Shift Toolkit 安裝完成。
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顯示範例

對於無法存取互聯網的虛擬機，離線安裝程式執行相同的步驟，但使用可執行檔中包含的軟體包
來安裝元件。

升級換檔工具包

升級過程完全自動化，只需單擊即可完成。

顯示範例

Shift Toolkit 更新程式服務監聽連接埠 3002，並執行下列操作：

1. 下載升級包
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2. 停止 Shift Toolkit 服務

3. 提取文件並覆蓋所需文件

4. 使用相同的 IP 位址執行更新（保留元資料）

5. 將使用者介面重新導向至監聽連接埠 3001 的 Shift Toolkit 使用者介面

對於沒有網路連線的部署環境

從NetApp Toolchest 手動下載升級套件（檔案名稱以「update」開頭），並將其放置在指定資料夾中。

C:\NetApp_Shift。

如果該資料夾路徑不存在，請建立它。其他步驟與線上升級流程相同。

顯示範例

配置NetApp Shift 工具包

配置 Shift Toolkit 以自動化虛擬機器的遷移或轉換）此過程包括新增來源站點和目標站
點、配置儲存、將虛擬機器分組為資源組、建立遷移藍圖以及安排遷移。

運行 Shift 工具包

• 使用瀏覽器，透過輸入以下命令來存取 Shift 工具包 UI： http://<IP address specified during

installation>:3001

使用 Google Chrome 或 Internet Explorer 可獲得最佳體驗。

• 使用以下預設憑證存取使用者介面：使用者名稱：admin 密碼：admin
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管理員需要在首次登入時更改其憑證。

強制更改密碼後，管理員也可以登入 GUI，使用「更改密碼」選項更改其憑證。

完成後，點擊「接受並繼續」接受最終使用者許可協議。
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Shift Toolkit 配置

在正確配置了來源虛擬機器和目標虛擬機器的儲存和連接後，即可開始配置 Shift 工具包，利用FlexClone功能自
動將虛擬機器遷移或轉換為適當的格式。

新增站點

第一步是發現並新增來源虛擬機器管理程式詳細資訊（包括虛擬機器管理程式和儲存），然後將來源虛擬機器管
理程式詳細資訊新增至 Shift 工具包。在支援的瀏覽器中開啟 Shift 工具包，使用預設使用者名稱和密碼，然後
按一下「新增網站」。

22



也可以使用「發現」選項新增網站。

新增以下平台：

來源

• 來源站點詳細信息

◦ 網站名稱- 提供網站的名稱

◦ 虛擬機器管理程式 – 選擇 VMware 或 Hyper-V 作為來源

◦ 網站位置 – 選擇預設選項

◦ 連接器 – 選擇預設選擇

填寫完成後，按一下「繼續」。
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• 如果選擇 VMware，請輸入來源 vCenter 的詳細資料。

◦ 端點 - 輸入 vCenter 伺服器的 IP 位址或 FQDN

◦ 使用者名稱 - 存取 vCenter 的使用者名稱（UPN 格式：username@domain.com）

◦ vCenter 密碼 – 用於存取 vCenter 以執行資源清單的密碼。

◦ vCenter SSL 指紋（選購）

• 如果選擇的是 Hyper-V，請輸入來源 Hyper-V 詳細資料。

◦ 端點 - 輸入獨立主機或故障轉移叢集端點的 IP 位址或 FQDN。

◦ Hyper-V 使用者名稱 - 用於存取 Hyper-V 的使用者名稱（採用下級登入名稱（網域\使用者名稱）或
UPN 格式）

◦ Hyper-V 密碼 – 用於存取 Hyper-V 以執行資源清點的密碼。

Select “Accept Self signed certificate” and click Continue.

• ONTAP儲存系統憑證
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一旦新增，Shift 工具包將執行自動發現並顯示虛擬機器以及相關的元資料資訊。Shift 工具包將自動偵測虛擬機
器使用的網路和 VLAN，並填滿它們。

如果對來源網站進行了任何修改，請確保執行發現以獲取最新資訊。您可以點擊網站名稱旁邊的
三個點，然後點擊「發現網站」來完成此操作。

VM 庫存每 24 小時自動刷新一次。

若要查看特定來源虛擬機器管理程式的發現數據，請前往儀表板，按一下對應網站名稱旁的「查看虛擬機器清
單」。該頁面將顯示虛擬機器清單以及虛擬機器屬性。
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下一步是新增目標虛擬機器管理程式。若要新增，請點擊“新增網站”，然後選擇“目標”。

目的地

• 目的地詳情

◦ 網站名稱- 提供網站的名稱

◦ 虛擬機器管理程式 – 從下列選項中選擇適當的目標平台：

▪ VMware

▪ Hyper-V

▪ OpenShift

▪ OLVM
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▪ KVM（僅限轉換）

◦ 網站位置 – 選擇預設選項

◦ 連接器 – 選擇預設選擇

填寫完成後，按一下「繼續」。

根據虛擬機器管理程序的選擇，填寫必要的詳細資訊。

• 目標虛擬機器管理程序詳情

◦ 對應的虛擬機器管理程式管理員端點 IP 位址或 FQDN

◦ 使用者名稱 - 用於存取的使用者名稱（UPN 格式：username@domain.com 或 domain\administrator）
密碼 - 用於執行資源清點的存取密碼。

選擇“接受自簽名憑證”。

• 完成後，點擊「建立網站」。

來源和目標儲存系統應該相同，因為磁碟格式轉換發生在磁碟區層級和同一磁碟區內。
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下一步是將所需的虛擬機器作為資源組分組到其遷移組。

資源分組

新增平台後，將要遷移或轉換的虛擬機器分組到資源組。 Shift 工具包資源群組可讓您將從屬虛擬機器集分組為
包含其啟動順序和啟動延遲的邏輯群組。

在建立資源組之前，請確保已配置 Qtree（如先決條件部分所述）。

若要開始建立資源組，請點選「建立新資源組」選單項目。

1. 造訪資源組，點選「建立新資源組」。

2. 在「新資源組」中，從下拉式功能表中選擇來源站點，然後按一下「建立」。

3. 提供資源組詳細資訊並選擇工作流程。工作流程提供了兩個選項

a. 基於複製的遷移－執行從來源虛擬機器管理程式到目標虛擬機器管理程式的端對端虛擬機器遷移。

b. 基於複製的轉換 - 將磁碟格式轉換為所選的虛擬機器管理程式類型。
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4. 點擊“繼續”

5. 使用搜尋選項選擇合適的虛擬機器。預設篩選選項為「資料儲存」。

在轉換之前，將虛擬機器移動以進行轉換或遷移到新建立的ONTAP SVM 上的指定資料儲存
庫。這有助於隔離生產 NFS 資料存儲，並且指定的資料存儲可用於暫存虛擬機器。

對於 OpenShift 環境，應將 VMDK 遷移到其對應的捲，以使用ONTAP NAS 儲存驅動程式複
製 PVC（持久性磁碟區聲明）結構。在未來的版本中，我們將加入更多增強功能，以充分利
用ONTAP NAS 經濟型驅動程式。

此上下文中的資料儲存下拉式選單將僅顯示 NFSv3 資料儲存。NFSv4 資料儲存將不會顯
示。
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6. 透過選擇「目標網站」、「目標虛擬機器管理程式項目」和資料儲存到 Qtree 或儲存類別對應來更新遷移詳
細資訊。

轉換虛擬機器時，請確保目標路徑（儲存轉換後的虛擬機器的位置）設定為 qtree。將目標路
徑設定為對應的 qtree。

可以建立多個 qtree 並用於相應地儲存轉換後的 VM 磁碟。

虛擬機器可以在跨儲存區上運行，Shit 工具包會自動偵測到它們，但是每個磁碟區都應該映
射一個 qtree。

能夠將具有跨多個磁碟區的 VMDK 的虛擬機器遷移 Shift 工具包 UI 會自動選擇屬於特定 RG 的虛擬機器或
虛擬機器的所有跨磁碟機。這將列出 RG 頁面中所有捲，我們在該頁面進行資料儲存 - qtree 映射。
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7. 為所有選定的虛擬機器選擇啟動順序和啟動延遲（秒）。透過選擇每個虛擬機器並設定其優先順序來設定開
機順序。3 是所有虛擬機器的預設值。選項如下：1 – 第一台啟動的虛擬機；3 – 預設值；5 – 最後啟動的虛
擬機

8. 點選「建立資源組」。
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如果需要修改資源組以新增或刪除虛擬機，請使用此選項並選擇資源組名稱，然後選擇「編
輯資源組」。

藍圖

要遷移或轉換虛擬機，必須制定計劃。從下拉式選單中選擇來源和目標虛擬機器管理程式平台，並選擇要包含在
此藍圖中的資源群組，以及應用程式啟動方式的分組（即網域控制器，然後是第 1 層，然後是第 2 層，等等
）。這些通常也被稱為遷移計劃。若要定義藍圖，請導覽至「藍圖」選項卡，然後按一下「建立新藍圖」。

若要開始建立藍圖，請點選「建立新藍圖」。

1. 造訪藍圖，點選「建立新藍圖」。

2. 在「新藍圖」中，為計畫命名，並透過選擇來源網站 > 關聯的 vCenter、目標網站和關聯的虛擬機器管理程
式來新增必要的主機對應。

3. 映射完成後，選擇叢集和主機映射。在下面的範例中，Hyper-V 被顯示為目標。根據所選來源網站的不同，
顯示的虛擬機器管理程式選項也會有所不同。
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4. 選擇資源組詳細信息，然後點擊“繼續”。

5. 設定資源組的執行順序。當存在多個資源組時，此選項可以選擇操作順序。

6. 完成前面的步驟後，選擇網路映射並將其指派給對應的網路映射。確保目標虛擬機器管理程式上已設定虛擬
交換器、網路設定檔或電信業者。
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對於測試遷移，「不配置網路」是預設選擇，Shift 工具包不會執行 IP 位址分配。磁碟轉換完
成後，在相應的虛擬機管理程式端購買虛擬機，手動分配氣泡網路交換機，以避免與生產網
路發生任何衝突。

7. 根據虛擬機器的選擇，將自動選擇儲存映射。

請確保事先配置 qtree 並分配必要的權限，以便建立虛擬機器並啟動它。注意：對於
OpenShift，PVC 是使用Trident CSI 建立的，無需預先建立 qtree。

8. 在虛擬機器詳細資料下，為每種作業系統類型提供服務帳戶和有效使用者憑證。這用於連接到虛擬機器以建
立和執行刪除 VMware 工具和備份 IP 配置詳細資訊所需的某些腳本。

a. 對於基於 Windows 的作業系統，建議使用具有本機管理員權限的使用者。也可以使用網域憑證，但是請
確保在轉換之前虛擬機器上存在使用者設定文件，否則網域憑證將無法運作，因為它會在沒有網路連線
時查找網域驗證。

b. 對於基於 Linux 發行版的客戶虛擬機，提供一個無需密碼即可執行 sudo 命令的用戶，這意味著該用戶應
該屬於 sudoers 列表，或者作為新的配置文件添加到 /etc/sudoers.d/ 資料夾中。
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在最近發布的版本中，Shift Toolkit 在虛擬機器準備方面引入了更大的靈活性。預設情況下，工具包透過
部署特定於作業系統的腳本來自動準備虛擬機，以：* 移除 VMware Tools * 備份 IP 設定以便根據所選藍
圖重新分配

+ 透過這項新增強功能，使用者現在可以覆寫預設的 prepareVM 任務，從而能夠執行自訂腳本以手動準備
VM，包括 IP 分配。這為具有特殊配置或合規性要求的環境提供了更大的控制權。

9. 再次在 VM 詳細資料下，選擇相關的 IP 配置選項。預設情況下，選擇“不配置”。

a. 若要將具有相同 IP 位址的虛擬機器從來源系統移轉過來，請選擇「保留 IP」。

b. 若要遷移來源系統中使用靜態 IP 位址的虛擬機，並在目標虛擬機器上指派 DHCP，請選擇「DHCP」。

請確保滿足以下要求才能使此功能正常運作：

▪ 確保虛擬機器在 prepareVM 階段以及預定的遷移時間內處於開啟狀態。

▪ 對於 VMware VM，請確保已安裝 VMware Tools。

▪ 如果來源虛擬機器管理程式是 Hyper-V，請確保已啟用並設定整合服務。

▪ 對於以 OLVM 和 OpenShift 為目標虛擬機器管理程式的情況，請確保將 virtIO ISO 檔案掛載到
Windows 虛擬機器。

▪ 確保使用具有管理員權限的帳戶在來源虛擬機器上執行準備腳本（Windows 作業系統）或使用 sudo

權限且不含密碼選項的帳戶（Linux 發行版作業系統），以建立 cron 作業。

10. 下一步是虛擬機器配置。

◦ 可選擇調整虛擬機器的 CPU/RAM 參數，這對於調整大小非常有幫助。

◦ 啟動順序覆蓋：也修改資源組中所有選定虛擬機器的啟動順序和啟動延遲（秒）。如果需要對資源組啟
動順序選擇期間選擇的內容進行任何更改，這是用於修改啟動順序的附加選項。預設情況下，使用資源
組選擇期間選擇的啟動順序，但可以在此階段進行任何修改。

◦ 開啟：如果工作流程不應開啟虛擬機，請取消選取此選項。預設選項為 ON，表示虛擬機器將開啟。

◦ 移除 VMware 工具：Shift 工具包在轉換後移除 VMware 工具。預設選擇此選項。如果計劃執行客戶自
己的自訂腳本，則應取消選擇此項目。
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◦ 產生：Shift 工具包使用以下經驗法則並預設為適當的規則 - Gen1 > BIOS 和 Gen2 > EFI。此選項無法
選擇。

◦ 保留 MAC：可以保留各個虛擬機器的 MAC 位址，以克服依賴 MAC 的應用程式的授權挑戰。

◦ 服務帳戶覆蓋：如果無法使用全域服務帳戶，則此選項允許指定單獨的服務帳戶。

11. 點選“繼續”。

12. 在下一步中，透過選取核取方塊來設定日期和時間來安排遷移。確保所有虛擬機器 (VM) 在預定日期之前準
備好並關閉。完成後，點選「建立藍圖」。

排程時，請選擇比目前 Shift VM 時間至少早 30 分鐘的日期。這是為了確保工作流程有足夠
的時間來準備資源組內的虛擬機器。

13. 建立藍圖後，將啟動 prepareVM 作業，並自動在來源虛擬機器上執行腳本以準備遷移
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此作業使用invoke-VMScript方法運行腳本，複製刪除VMware工具和備份網路配置詳細資訊所需的腳本，包
括IP位址、路由和DNS信息，這些資訊將用於在目標VM上維護相同的設定。

a. 對於基於 Windows 的作業系統，準備腳本的預設儲存位置是「C:\ NetApp」資料夾。

b. 對於基於 Linux 的虛擬機，準備腳本的預設儲存位置是 / NetApp和 /opt 目錄。

對於執行 CentOS 或 Red Hat 的 Linux 來源 VM，Shift 工具包可以智慧地自動安裝必要
的 Hyper-V 驅動程式。這些驅動程式必須在磁碟轉換之前存在於來源 VM 中，以確保 VM

在轉換後能夠成功啟動。

詳細資訊請參閱"將 RHEL VM 移轉到 Hyper-V 後，系統陷入 dracut 狀態"。

一旦 prepareVM 作業成功完成（如下面的螢幕截圖所示），虛擬機器就可以進行遷移，並且藍圖狀態將
更新為「活動」。
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遷移將在設定的時間進行，或者可以透過點擊「遷移」選項手動啟動。

使用 Shift Toolkit 遷移虛擬機

使用 Shift Toolkit 遷移虛擬機

使用 Shift Toolkit 在虛擬化平台之間遷移虛擬機器。該過程包括準備虛擬機器、轉換磁碟
格式以及在目標環境中配置網路設定。

支援的遷移

Shift Toolkit 透過支援下列虛擬機器管理程式之間的雙向遷移，為多虛擬機器管理程式環境提供了靈活性：

• "VMware ESXi 到 Microsoft Hyper-V"

• "Microsoft Hyper-V 到 VMware ESXi"

• "VMware ESXi 到 Oracle Linux Virtualization Manager (OLVM)"

• "VMware ESXi 到 Red Hat OpenShift 虛擬化"

遷移工作流程

建立藍圖後，即可啟動遷移程序。在遷移過程中，Shift Toolkit 會執行一系列步驟來轉換磁碟格式，並依照藍圖
中的定義在目標主機上建立虛擬機器。

Shift Toolkit 在遷移過程中執行下列步驟：

1. 刪除藍圖中所有虛擬機器的現有快照

2. 觸發來源藍圖的虛擬機器快照

3. 磁碟轉換前觸發磁碟區快照
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4. 複製所有虛擬機器的 VMDK 並將其轉換為 VHDx 格式

5. 在目標位置啟動保護群組中的虛擬機

6. 在每個虛擬機器上註冊網絡

7. 移除 VMware Tools，並根據作業系統類型使用觸發腳本或 cron 作業指派 IP 位址。

網路技巧和注意事項

規劃遷移時，請考慮以下網路需求和行為。 Shift Toolkit 會自動從來源虛擬機複製網路設定並將其重新套用至遷
移的虛擬機，但 Windows 和 Linux 系統之間的介面命名和網路介面卡配置可能有所不同。

一般要求

• 確保靜態 IP 位址可用且未指派給其他虛擬機器。

Windows虛擬機

• 準備腳本會複製網路設定詳細資訊（IP 位址空間、閘道位址、DNS 伺服器）。

• 觸發腳本會在遷移過程中根據藍圖映射，並為單一或多個網路卡重新套用網路設定。

• 遷移後，Windows 裝置管理員可能會顯示遷移前的舊網路介面卡訊息，但這不會影響新適配器，也不會導致
IP 位址衝突。

• 升級至 v4.0 版本，即可自動從登錄機碼和裝置管理員中移除孤立的網路裝置。

Linux虛擬機

• 準備腳本會複製網路設定詳細資訊（IP 位址空間、路由、DNS 伺服器、網路設備名稱）。

• 此腳本會識別 Linux 發行版的網路類型，並據此套用對應的 IP 設定。

• 網路重新分配腳本已配置為 cron 作業，使用 crontab 進行設置，並在啟動時觸發。

• 此腳本根據藍圖映射重新套用單一或多個網卡的網路設定。

介面命名

• 轉換後的虛擬機器可能有類似這樣的介面名稱 eth0`或者 `ensp0`而不是來源介面名稱（例如，

`ens192`或者 `ens33）

• 該腳本會更新網路配置詳細信息，使其與新的介面名稱相符。

• 如果使用符合 udev 符合規則的可預測名稱，且目標虛擬機器管理程式上保留了介面名稱，則腳本會跳過網
路配置，移除 VMware Tools，並重新啟動虛擬機器。

Shift Toolkit 允許覆蓋網路準備，使管理員能夠執行自訂腳本進行 IP 分配或其他配置。

支援的網路機制

• 網路管理器

• 內特普蘭

• ifconfig

• 邪惡

Shift Toolkit 會保留藍圖中指定的 IP 位址。
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遷移階段

以下是使用 Shift Toolkit 遷移虛擬機器時需要遵循的遷移階段。

1. 準備虛擬機：準備遷移所需的虛擬機，並驗證所有先決條件是否已完成。

2. 遷移與驗證：準備工作完成後，將 VMware 虛擬機器遷移到目標虛擬機器管理程式。

遷移完成後，驗證虛擬機器是否成功啟動以及資料是否已正確遷移。

3. 測試遷移：測試遷移透過將 VMDK 轉換為適當的格式，並在 qtree 上使用轉換後的虛擬磁碟檔案建立虛擬機
器來模擬遷移。

測試遷移不包括網路映射配置，該配置應手動執行到測試網路。

Shift Toolkit 不會變更來源虛擬機，只會複製虛擬機器準備所需的腳本。這樣可以在轉換失敗的情
況下快速回滾。

執行遷移

若要使用藍圖中指定的設定觸發遷移工作流程，請按一下「遷移」。

一旦啟動，工作流程就會被激活，轉換過程將按照概述的步驟註冊虛擬機器。如果藍圖中的虛擬機器未關閉電源
，Shift Toolkit 會在繼續操作之前提示使用者進行正常關機。
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NetApp建議從相同來源到相同目標並行觸發的轉換次數不要超過十次。

VMDK 轉換為任何文件格式只需幾秒鐘即可完成，這是目前最快的選擇。這種方法有助於減少遷移過程中虛擬
機器的停機時間。
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任務完成後，藍圖狀態將變成「遷移完成」。

使用 Shift Toolkit 將虛擬機器從 VMware ESXi 移轉到 Microsoft Hyper-V

使用 Shift Toolkit 將虛擬機器從 VMware ESXi 移轉到 Microsoft Hyper-V，方法是準備虛擬
機器、轉換磁碟格式和設定目標環境。

Shift Toolkit 能夠透過目標環境中的磁碟格式轉換和網路重新配置，實現虛擬化平台之間的虛擬機器遷移。

開始之前

在開始遷移之前，請確認滿足以下先決條件。

Hyper-V 要求

• 配置為獨立主機或故障轉移叢集的 Hyper-V 主機

• 具有管理員權限的 Hyper-V 使用者帳戶

• Hyper-V 主機可透過網路存取，並具有最新的 DNS 項目。
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• 配置了適當中繼的虛擬交換機

• 網路選擇虛擬交換器類型「外部」。

• 同一磁碟區上的 NFS 共用（用於待轉換的虛擬機器）和目標共用（用於已轉換的虛擬機器）

• 使用 SMB 受限委派配置 `Enable-SmbDelegation`避免訪問被拒絕錯誤

• 已啟用 SMB 3.0（預設）

• 持續可用的屬性已為中小企業共享啟用

• 儲存虛擬機器 (SVM) 上已停用 SMB 匯出策略

目前版本不支援使用 SCVMM 進行遷移。

• Hyper-V FCI 和主機發現依賴 DNS 解析。確保 Shift Toolkit VM 可以解析主機名稱。如果解析失敗，請更新

主機文件(C:\Windows\System32\drivers\etc\hosts）並重試發現操作。

VMware 要求

• VM 的 VMDK 檔案放置在 NFSv3 磁碟區上（給定 VM 的所有 VMDK 檔案都應該位於同一個磁碟區中）。

• VMware 工具正在客戶虛擬機器上執行。

• 待遷移的虛擬機器處於運作狀態，以便進行準備。

• 必須先關閉虛擬機器電源才能觸發遷移

• VMware Tools 的移除將在虛擬機器啟動後在目標虛擬機器管理程式上進行。

客戶機虛擬機器要求

• 對於 Windows 虛擬機器：使用本機管理員憑證（也可以使用網域憑證，但請確保在轉換之前虛擬機器上存
在使用者設定檔）。

• 對於 Linux 虛擬機器：使用具有執行 sudo 命令而無需密碼提示權限的使用者（該使用者應在 sudoers 清單
中或已新增至 sudoers 清單中）。 `/etc/sudoers.d/`資料夾）

步驟 1：新增目標站點（Hyper-V）

將目標 Hyper-V 環境加入 Shift 工具包。

步驟

1. 點擊“新增網站”，然後選擇“目標位置”。
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顯示範例

2. 請輸入目的地站點詳細資料：

◦ 網站名稱：請為網站提供一個名稱。

◦ 虛擬機器管理程式：選擇 Hyper-V 作為目標

◦ 站點位置：選擇預設選項

◦ 連接器：選擇預設選項

3. 按一下“繼續”。
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顯示範例

4. 請輸入目標 Hyper-V 執行個體的詳細資訊：

◦ Hyper-V 獨立或故障轉移群集管理器：IP 位址或 FQDN

◦ 使用者名稱：用於存取的使用者名稱（採用 UPN 格式：username@domain.com 或
domain\administrator）

◦ 密碼：用於存取 Hyper-V 主機或 FCI 執行個體以執行資源清點的密碼

5. 選擇“接受自簽名憑證”，然後按一下“繼續”。
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顯示範例

6. 按一下“建立網站”。

顯示範例

來源和目標儲存系統應該相同，因為磁碟格式轉換發生在磁碟區層級和同一磁碟區內。

46



步驟 2：建立資源組

將虛擬機器組織成資源群組，以保留啟動順序和啟動延遲配置。

開始之前

• 確保按照先決條件中的規定配置 qtree。

• 在轉換之前，將虛擬機器遷移到新建立的ONTAP SVM 上的指定資料存儲，以將生產 NFS 資料儲存與暫存
區隔離。

步驟

1. 導航至“資源組”，然後按一下“建立新資源組”。

顯示範例

2. 從下拉式選單中選擇*來源網站*，然後點擊*建立*。

3. 提供資源組詳細資訊並選擇工作流程：

◦ 基於複製的遷移：執行從來源虛擬機器到目標虛擬機器的端對端遷移

◦ 基於複製的轉換：將磁碟格式轉換為選定的虛擬機器管理程式類型
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顯示範例

4. 按一下“繼續”。

5. 使用搜尋選項選擇虛擬機器（預設篩選條件為「資料儲存」）。

資料儲存下拉式選單僅顯示 NFSv3 資料儲存。 NFSv4 資料儲存不顯示。

顯示範例
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顯示範例

6. 更新遷移詳情：

◦ 選擇*目標網站*

◦ 選擇*目標 Hyper-V 條目*

◦ 配置資料儲存到 Qtree 的映射

顯示範例
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顯示範例

將虛擬機器從 ESXi 轉換為 Hyper-V 時，請確保目標路徑（儲存轉換後的虛擬機器的位置
）設定為 qtree。可以建立多個 qtree 來儲存轉換後的虛擬機器磁碟。

7. 配置所有選定虛擬機器的啟動順序和啟動延遲：

◦ 1：第一台啟動的虛擬機

◦ 3：預設值

◦ 5：最後一個啟動的虛擬機
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顯示範例

8. 按一下“建立資源組”。

顯示範例

結果

資源組已創建，可以進行藍圖配置。
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步驟 3：建立遷移藍圖

建立遷移計劃藍圖，包括平台映射、網路配置和虛擬機器設定。

步驟

1. 導航至“藍圖”並點擊“建立新藍圖”。

顯示範例

2. 為藍圖命名並配置主機映射：

◦ 選擇「來源站點」和關聯的 vCenter

◦ 選擇*目標網站*和關聯的 Hyper-V 目標

◦ 配置叢集和主機映射
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顯示範例

3. 選擇資源組詳細信息，然後按一下“繼續”。

顯示範例

4. 如果存在多個資源組，請設定資源組的執行順序。

5. 設定網路對應到對應的虛擬交換器。
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虛擬交換器應該已經在 Hyper-V 中設定好了。在 Hyper-V 端，網路選擇中唯一支援的虛擬交
換器類型是「外部」。對於測試遷移，請選擇「不配置網路」以避免生產網路衝突；轉換後
手動分配網路設定。

顯示範例

顯示範例

6. 查看儲存映射（根據虛擬機器選擇自動選擇）。
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請確保事先配置 qtree 並分配必要的權限，以便可以從 SMB 共用建立和啟動虛擬機器。

7. 如有需要，請配置 prepareVM 覆蓋選項。當您需要跳過 Shift Toolkit 的虛擬機器準備工作，而是使用自訂腳
本來執行這些任務時，此選項非常有用。它還支援自訂 IP 位址，以滿足特定環境要求。

顯示範例

8. 在虛擬機器詳細資訊下，選擇配置詳細信息，並為每種作業系統類型提供服務帳戶憑證：

◦ Windows：使用具有本機管理員權限的使用者（也可以使用網域憑證，但請確保在轉換之前虛擬機器上
存在該使用者設定檔）。

◦ Linux：使用可以無需密碼提示即可執行 sudo 命令的使用者（該使用者應在 sudoers 清單中或已新增至
sudoers 清單中）。 `/etc/sudoers.d/`資料夾）

顯示範例

9. 配置IP設定：

◦ 無需配置：預設選項

◦ 保留 IP 位址：保持與來源系統相同的 IP 位址

◦ DHCP：為目標虛擬機器指派 DHCP 權限

在 prepareVM 階段，確保虛擬機器已啟動，VMware Tools 已安裝，並且準備腳本以適當的權限運行。
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10. 配置虛擬機器設定：

◦ 調整 CPU/RAM 參數（可選）

◦ 修改啟動順序和啟動延遲

◦ 開啟電源：選擇在遷移後開啟虛擬機器電源（預設：開啟）

◦ 移除 VMware Tools：轉換後移除 VMware Tools（預設：已選取）

◦ 虛擬機器韌體：第一代 > BIOS 和第二代 > EFI（自動）

◦ 保留 MAC 位址：出於許可要求，請保留 MAC 位址。

◦ 服務帳戶覆蓋：如有需要，請指定單獨的服務帳戶

◦ VLAN覆蓋：當目標虛擬機器管理程式使用不同的VLAN名稱時，選擇正確的標記VLAN名稱

顯示範例

11. 按一下“繼續”。

12. 選擇日期和時間安排遷移。

至少提前 30 分鐘安排遷移，以便留出時間準備虛擬機器。
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顯示範例

13. 點選「建立藍圖」。

結果

Shift Toolkit 會啟動 prepareVM 作業，該作業會在來源虛擬機器上執行腳本，為遷移做好準備。

顯示範例
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準備過程：

• 注入腳本以新增驅動程式（RHEL/CentOS、Alma Linux）、移除 VMware 工具以及備份 IP/路由/DNS 訊息

• 使用 invoke-VMScript 連線到客戶虛擬機器並執行準備任務

• 對於 Windows 虛擬機器：將腳本儲存在 C:\NetApp

• 對於 Linux 虛擬機器：將腳本儲存在 /NetApp`和 `/opt

顯示範例

顯示範例

對於執行 CentOS 或 Red Hat 的 Linux 來源虛擬機，Shift Toolkit 會在磁碟轉換之前自動安裝必
要的 Hyper-V 驅動程序，以確保轉換後成功啟動。詳細資訊請參閱"將 RHEL VM 移轉到 Hyper-V

後，系統陷入 dracut 狀態"。

當 prepareVM 成功完成後，藍圖狀態將更新為「Active」。遷移將按計劃時間進行，或者也可以點擊「遷移」
選項手動啟動。
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顯示範例

顯示範例

步驟 4：執行遷移

觸發遷移工作流程，將虛擬機器從 VMware ESXi 轉換為 Microsoft Hyper-V。

開始之前

• 所有虛擬機器均依照計畫的維護時間表正常關機。

• 確保 Shift VM 是網域的一部分

• 確保 CIFS 共享配置了適當的權限

• 用於遷移或轉換的 qtree 具有正確的安全風格

• 作為快速測試，請嘗試從叢集中的任意 Hyper-V 主機使用 Hyper-V 管理器建立虛擬機，並將 VHDX 檔案放
置在 CIFS 共用上。

步驟

1. 在藍圖上，按一下「遷移」。
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顯示範例

2. 如果虛擬機器未關機，Shift Toolkit 會在繼續操作之前提示使用者進行正常關機。

顯示範例

3. Shift Toolkit 會執行下列操作：

◦ 刪除藍圖中所有虛擬機器的現有快照

◦ 觸發來源虛擬機器快照

◦ 在磁碟轉換之前觸發磁碟區快照

◦ 將所有虛擬機器的 VMDK 格式轉換為 VHDx 格式。

轉換過程只需幾秒鐘即可完成，這是最快的遷移方法，並可減少虛擬機器停機時間。
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顯示範例

+

.顯示範例

◦ 在目標位置啟動虛擬機

◦ 在每個虛擬機器上註冊網絡

◦ 移除 VMware Tools 並使用觸發腳本或定時任務指派 IP 位址
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結果

任務完成後，藍圖狀態將變成「遷移完成」。

顯示範例

顯示範例
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顯示範例

從同一 ESXi 來源到相同 Hyper-V 目標的並行轉換不應超過 10 次。

如果出現故障，"使用任何身份驗證協定啟用委派" 。

遷移完成後，當 Windows 虛擬機啟動時，Shift Toolkit 使用 PowerShell Direct 連接到基於
Windows 的客戶虛擬機，而無需考慮網路配置或遠端管理設定。

轉換後，除作業系統磁碟外，Windows 作業系統上的所有虛擬機器磁碟都會脫機，因為 VMware

虛擬機器上的 NewDiskPolicy 參數預設為 offlineALL。執行以下 PowerShell 命令修復此問題：

Set-StorageSetting -NewDiskPolicy OnlineAll

Shift Toolkit 使用 cron 作業在 Linux 發行版啟動時執行。 Linux 虛擬機器一旦部署到 Hyper-V 主
機上，就不會建立 SSH 連線。

影片示範

以下影片示範了本解決方案中概述的流程。

使用 Shift Toolkit 將虛擬機器從 ESXi 遷移到 Hyper-V

使用 Shift Toolkit 將虛擬機器從 Microsoft Hyper-V 移轉到 VMware ESXi

使用 Shift Toolkit，透過設定來源網站和目標網站、建立資源群組和藍圖以及執行遷移工作
流程，將虛擬機器從 Microsoft Hyper-V 遷移到 VMware ESXi。
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Shift Toolkit 能夠實現虛擬機器管理程式之間的直接虛擬機器轉換，而無需建立額外的磁碟副本，從而為
Windows 和 Linux 虛擬機器提供無副本遷移，並將停機時間降至最低。

開始之前

在開始遷移之前，請確認滿足以下先決條件。

VMware 要求

• vCenter 和 ESXi 主機已配置

• 具有最低所需權限的 vCenter 伺服器帳戶（RBAC 使用者）

• vCenter 和 ESXi 主機可透過 Shift Toolkit 訪問，且 DNS 項目是最新的。

• 分散式連接埠群組配置了對應的 VLAN ID（不支援標準連接埠群組）。

• NFS 共用（用於儲存已移轉的虛擬機器）和來源共用（用於儲存待遷移的虛擬機器）位於同一磁碟區上。

Hyper-V 要求

• VM VHDx 檔案放置在 SMB 共享上

◦ 如果虛擬機器位於叢集共用磁碟區 (CSV) 上，請執行至 SMB 共用的即時遷移。

• Hyper-V 整合服務已啟用並在客戶虛擬機器上運作。

• 待遷移的虛擬機器處於運作狀態，以便進行準備。

• 必須先關閉虛擬機器電源才能觸發遷移

客戶機虛擬機器要求

• 對於 Windows 虛擬機器：使用本機管理員憑證或網域憑證，並結合虛擬機器上現有的使用者設定檔。

• 對於 Linux 虛擬機器：使用具有執行 sudo 命令而無需密碼提示權限的用戶

• Shift Toolkit 使用 PowerShell Direct 連接 Windows 虛擬機，使用 SSH 連接 Linux 虛擬機。

步驟 1：新增來源站點（Hyper-V）

將來源 Hyper-V 環境加入 Shift 工具包。

步驟

1. 在支援的瀏覽器中開啟 Shift Toolkit，並使用預設憑證登入。

2. 導航至“發現”>“新增網站”。
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顯示範例

3. 點擊“新增網站”，然後選擇“來源”。

4. 請輸入來源站點詳細資料：

◦ 網站名稱：請為網站提供一個名稱。

◦ 虛擬機器管理程式：選擇 Hyper-V

◦ 站點位置：選擇預設選項

◦ 連接器：選擇預設選項

5. 按一下“繼續”。
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顯示範例

6. 輸入 Hyper-V 詳細資料：

◦ Hyper-V 獨立或故障轉移群集管理器：IP 位址或 FQDN

◦ 使用者名稱：採用 UPN 格式的使用者名稱（username@domain.com 或 domain\administrator）

◦ 密碼：用於存取 Hyper-V 主機或 FCI 執行個體的密碼

7. 按一下“繼續”。
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顯示範例

Hyper-V FCI 和主機發現依賴 DNS 解析。如果解析失敗，請更新主機檔案
（C:\Windows\System32\drivers\etc\hosts），然後重試發現作業。

8. 請輸入ONTAP儲存系統憑證。

顯示範例
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9. 按一下“建立網站”。

結果

Shift Toolkit 可自動發現虛擬機器並顯示元資料訊息，包括網路、虛擬交換器和 VLAN ID。

顯示範例

虛擬機器清單每 24 小時自動刷新一次。修改後要手動刷新，請點選網站名稱旁邊的三個點，然
後選擇「發現網站」。

步驟 2：新增目標站點（VMware ESXi）

將目標 VMware 環境加入 Shift Toolkit 中。

步驟

1. 點擊“新增網站”，然後選擇“目標位置”。
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顯示範例

2. 請輸入目的地站點詳細資料：

◦ 網站名稱：請為網站提供一個名稱。

◦ 虛擬機器管理程式：選擇 VMware

◦ 站點位置：選擇預設選項

◦ 連接器：選擇預設選項

3. 按一下“繼續”。
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顯示範例

4. 請輸入 VMware vCenter 的詳細資訊：

◦ 端點：vCenter 伺服器的 IP 位址或 FQDN

◦ 使用者名稱：採用UPN格式的使用者名稱（username@domain.com）

◦ vCenter 密碼：存取 vCenter 的密碼

◦ vCenter SSL 指紋（選購）

5. 選擇“接受自簽名憑證”，然後按一下“繼續”。
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顯示範例

6. 按一下“建立網站”。

顯示範例

來源儲存系統和目標儲存系統必須相同，因為磁碟格式轉換是在同一磁碟區內的磁碟區層級
進行的。
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步驟 3：建立資源組

將虛擬機器組織成資源群組，以保留啟動順序和啟動延遲配置。

開始之前

確保按照先決條件中的規定配置 qtree。

步驟

1. 導航至“資源組”，然後按一下“建立新資源組”。

2. 從下拉式選單中選擇來源站點，然後按一下「建立」。

3. 提供資源組詳細資訊並選擇工作流程：

◦ 基於複製的遷移：執行從來源虛擬機器到目標虛擬機器的端對端遷移

◦ 基於複製的轉換：將磁碟格式轉換為選定的虛擬機器管理程式類型

顯示範例

4. 按一下“繼續”。

5. 使用搜尋選項選擇虛擬機器（預設篩選條件為「資料儲存」）。
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顯示範例

在轉換之前，將虛擬機器移至新建立的ONTAP SVM 上的指定 SMB 共用，以將生產共享與暫
存區隔離。資料儲存下拉式功能表僅顯示 SMB 共用；不顯示 CSV 檔案。

顯示範例

6. 更新遷移詳情：
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◦ 選擇*目標網站*

◦ 選擇*目標 VMware 條目*

◦ 配置捲到 qtree 的映射

顯示範例

將虛擬機器從 Hyper-V 轉換為 ESXi 時，請將目標路徑設定為對應的 qtree。

7. 配置所有選定虛擬機器的啟動順序和啟動延遲：

◦ 1：第一台啟動的虛擬機

◦ 3：預設值

◦ 5：最後一個啟動的虛擬機

8. 按一下“建立資源組”。
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顯示範例

結果

資源組已創建，可以進行藍圖配置。

步驟 4：建立遷移藍圖

建立遷移計劃藍圖，包括平台映射、網路配置和虛擬機器設定。

步驟

1. 導航至“藍圖”並點擊“建立新藍圖”。

2. 為藍圖命名並配置主機映射：

◦ 選擇*來源網站*和關聯的 Hyper-V 虛擬機器管理程序

◦ 選擇*目標網站*和關聯的 vCenter

◦ 配置主機和叢集映射
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顯示範例

3. 選擇資源組詳細信息，然後按一下“繼續”。

4. 如果存在多個資源組，請設定資源組的執行順序。

5. 配置網路映射到對應的連接埠組。

顯示範例
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在 VMware 上，分散式連接埠群組是唯一支援的選項。對於測試遷移，請選擇「不配置網
路」以避免生產網路衝突；轉換後手動分配網路設定。

顯示範例

6. 查看儲存映射（根據虛擬機器選擇自動選擇）。

請確保事先為 qtree 配置了必要的權限。

7. 如果需要自訂腳本或IP位址，請設定虛擬機器準備覆蓋。

顯示範例

8. 在虛擬機器詳細資料下，提供每種作業系統類型的服務帳戶和憑證：

◦ Windows：本機管理員或網域憑證（確保虛擬機器上存在使用者設定檔）

◦ Linux：擁有 sudo 權限的使用者無需密碼提示
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顯示範例

9. 配置IP設定：

◦ 無需配置：預設選項

◦ 保留 IP 位址：保持與來源系統相同的 IP 位址

◦ DHCP：為目標虛擬機器指派 DHCP 權限

在 prepareVM 階段，確保虛擬機器已啟動並啟用整合服務。

10. 配置虛擬機器設定：

◦ 調整 CPU/RAM 參數（可選）

◦ 修改啟動順序和啟動延遲

◦ 開啟電源：選擇在遷移後開啟虛擬機器電源（預設：開啟）

◦ 新增 VMware Tools：轉換後安裝 VMware Tools（預設：已選取）

◦ 保留 MAC 位址：出於許可要求，請保留 MAC 位址。

◦ 服務帳戶覆蓋：如有需要，請指定單獨的服務帳戶
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顯示範例

11. 按一下“繼續”。

12. （可選）選擇日期和時間安排遷移。

顯示範例

至少提前 30 分鐘安排遷移，以便留出時間準備虛擬機器。

13. 點選「建立藍圖」。

結果

Shift Toolkit 會啟動 prepareVM 作業，該作業會在來源虛擬機器上執行腳本，為遷移做好準備。
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顯示範例

準備過程：

• 對於 Windows 虛擬機器：將腳本儲存在 C:\NetApp

顯示範例

• 對於 Linux 虛擬機器：將腳本儲存在 /NetApp`和 `/opt
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顯示範例

對於 CentOS 或 Red Hat 虛擬機，Shift Toolkit 會在磁碟轉換之前自動安裝必要的驅動程序，
以確保轉換後成功啟動。

當 prepareVM 成功完成後，藍圖狀態將更新為「Active」。

顯示範例

步驟 5：執行遷移

觸發遷移工作流程，將虛擬機器從 Hyper-V 轉換為 VMware ESXi。

開始之前

• 所有虛擬機器均依照計畫的維護時間表正常關機。

• Shift Toolkit VM 是網域的一部分

• CIFS 共用已配置適當的權限

• Q樹具有正確的安全風格

• 所有客戶虛擬機器均已啟用整合服務。

• 基於Linux的客戶虛擬機器已啟用SSH。

步驟

1. 在藍圖上，按一下「遷移」。
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顯示範例

2. 如果虛擬機器仍保持開機狀態，請回應正常關機提示。

顯示範例
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顯示範例

結果

Shift Toolkit 執行下列步驟：

1. 關閉來源虛擬機

2. 刪除現有檢查點

3. 在源端觸發虛擬機器檢查點

4. 在磁碟轉換之前觸發磁碟區快照

5. 克隆 VHDx 檔案並將其轉換為 VMDK 格式

6. 啟動目標站點上的虛擬機

7. 註冊網路設定

8. 新增 VMware Tools 並指派 IP 位址

轉換過程只需幾秒鐘即可完成，最大限度地減少了虛擬機器停機時間。
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顯示範例

遷移完成後，藍圖狀態將變成「遷移完成」。

顯示範例

步驟 6：驗證遷移

確認虛擬機器在 VMware ESXi 主機上運作正常。

步驟

1. 登入 vCenter 或 ESXi 主機。

2. 確認虛擬機器正在指定的 ESXi 主機上運作。
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顯示範例

3. 驗證虛擬機器連接性和應用程式功能。

4. （僅限 Windows 虛擬機器）如有需要，將離線磁碟連線：

Set-StorageSetting -NewDiskPolicy OnlineAll

轉換後，除作業系統磁碟外，Windows 作業系統上的所有 VM 磁碟都會離線，這是由於
Microsoft Windows SAN 的預設原則（offlineALL）。這樣可以防止多個伺服器存取 LUN 時
發生資料損壞。

結果

從 Hyper-V 到 VMware ESXi 的遷移已完成。

Shift Toolkit 使用 cron 作業（Linux）和排程任務（Windows）進行遷移後操作。虛擬機器在
ESXi 主機上運作後，不會建立 SSH 連線或類似連線。

將虛擬機器從 VMware ESXi 遷移到 Red Hat OpenShift Virtualization

使用 Shift Toolkit 將虛擬機器從 VMware ESXi 遷移到 Red Hat OpenShift Virtualization，
方法是準備虛擬機器、轉換磁碟格式和設定目標環境。

Shift Toolkit 能夠透過目標環境中的磁碟格式轉換和網路重新配置，實現虛擬化平台之間的虛擬機器遷移。

開始之前

在開始遷移之前，請確認滿足以下先決條件。

紅帽 OpenShift 虛擬化需求

• 安裝了以下運算子的 OpenShift 叢集端點：

◦ OpenShift虛擬化操作員

◦ NetApp Trident CSI 驅動程式

85



◦ 新墨西哥州立大學

• NetApp Trident CSI 設定了適當的後端和儲存類

• 已配置正確的 VLAN 的 NodeNetworkConfigurationPolicy 和 NetworkAttachmentDefinitions (NAD)

• OpenShift 叢集可透過目前主機檔案條目進行網路存取

• 叢集管理員級別權限

• Kubeconfig 檔案已下載

VMware 要求

• 使用 svmotion 將 VMDK 放置在各個磁碟區上（模擬 VMDK 與 PVC/PV 結構的關係）。

下一版本將取消此限制，屆時可以使用 NAS-economy 驅動程式進行 PVC 設定。

• VMware 工具正在客戶虛擬機器上執行。

• 待遷移的虛擬機器處於運作狀態，以便進行準備。

• 必須先關閉虛擬機器電源才能觸發遷移

• VMware Tools 的移除將在虛擬機器啟動後在目標虛擬機器管理程式上進行。

客戶機虛擬機器要求

• 對於 Windows 虛擬機器：使用本機管理員憑證

• 對於 Linux 虛擬機器：使用具有執行 sudo 命令而無需密碼提示權限的用戶

• 對於 Windows 虛擬機器：將 VirtIO ISO 掛載到虛擬機器（從 [此處應填寫下載連結] 下載）。"這裡" ）

準備腳本使用 .msi 套件來安裝驅動程式和 qemu-guest-agents。

步驟 1：新增目標網站（OpenShift）

將目標 OpenShift 虛擬化環境加入到 Shift 工具包。

步驟

1. 點擊“新增網站”，然後選擇“目標位置”。
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顯示範例

2. 請輸入目的地站點詳細資料：

◦ 網站名稱：請為網站提供一個名稱。

◦ 虛擬機器管理程式：選擇 OpenShift

◦ 站點位置：選擇預設選項

◦ 連接器：選擇預設選項

3. 按一下“繼續”。
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顯示範例

4. 請輸入 OpenShift 詳細資訊：

◦ 端點：OpenShift 叢集端點的完全限定網域名稱（例如，api.demomigsno.demoval.com）

◦ 上傳 kubeconfig 檔案：使用權限最小的 kubeconfig 檔案。

檔案副檔名必須為yaml。
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顯示範例

5. 按一下“建立網站”。

顯示範例

來源磁碟區和目標磁碟區將相同，因為磁碟格式轉換是在同一磁碟區內的磁碟區層級進行
的。

步驟 2：建立資源組

將虛擬機器組織成資源群組，以保留啟動順序和啟動延遲配置。

開始之前

確保將 VM VMDK 遷移到新建立的ONTAP SVM 上的各個資料儲存磁碟區。
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步驟

1. 導航至“資源組”，然後按一下“建立新資源組”。

2. 從下拉式選單中選擇來源站點，然後按一下「建立」。

3. 提供資源組詳細資訊並選擇工作流程：

◦ 基於複製的遷移：執行從來源虛擬機器到目標虛擬機器的端對端遷移

◦ 基於複製的轉換：將磁碟格式轉換為選定的虛擬機器管理程式類型

4. 按一下“繼續”。

5. 使用搜尋選項選擇虛擬機器。

資源組的虛擬機器選擇是基於虛擬機器本身，而不是資料儲存層級。

顯示範例
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顯示範例

6. 更新遷移詳情：

◦ 選擇*目標網站*

◦ 選擇*目標 OpenShift 條目*

◦ 選擇儲存等級

顯示範例
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如果只有一個 TBC， Trident後端會自動對應到來源磁碟區；但是，如果有多個 TBC，則
可以選擇後端。

7. 配置所有選定虛擬機器的啟動順序和啟動延遲：

◦ 1：第一台啟動的虛擬機

◦ 3：預設值

◦ 5：最後一個啟動的虛擬機

8. 按一下“建立資源組”。

顯示範例

結果

資源組已創建，可以進行藍圖配置。

步驟 3：建立遷移藍圖

建立遷移計劃藍圖，包括平台映射、網路配置和虛擬機器設定。

步驟

1. 導航至“藍圖”並點擊“建立新藍圖”。

2. 為藍圖命名並配置主機映射：

◦ 選擇「來源站點」和關聯的 vCenter

◦ 選擇*目標網站*和關聯的 OpenShift 目標

◦ 配置叢集和主機映射

92



顯示範例

3. 選擇資源組詳細信息，然後按一下“繼續”。

4. 如果存在多個資源組，請設定資源組的執行順序。

5. 配置網路映射到對應的邏輯網路。

OpenShift 叢集中應該已經設定了網路連線定義，並且設定了對應的 VLAN 和 trunk 選項。對
於測試遷移，請選擇「不配置網路」以避免生產網路衝突；轉換後手動分配網路設定。
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顯示範例

6. 查看儲存類別和後端映射（根據虛擬機器選擇自動選擇）。

確保事先將 VMDK 檔案遷移到各個磁碟區，以便可以從 PVC 建立虛擬機器並啟動虛擬機
器。

7. 在虛擬機器詳細資訊下，選擇配置詳細信息，並為每種作業系統類型提供服務帳戶憑證：

◦ Windows系統：使用具有本機管理員權限的使用者（也可以使用網域憑證）

◦ Linux：使用可以無需密碼提示即可執行 sudo 命令的用戶
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顯示範例

配置選擇可讓您選擇磁碟映像格式、跳過覆蓋 prepareVM，以及選擇是否將磁碟區從父
磁碟區分割。預設情況下，分割克隆功能已停用，工作流程預設使用 RAW 格式。

8. 配置IP設定：

◦ 無需配置：預設選項

◦ 保留 IP 位址：保持與來源系統相同的 IP 位址

◦ DHCP：為目標虛擬機器指派 DHCP 權限

在 prepareVM 階段，確保虛擬機器已啟動並安裝了 VMware Tools。

9. 配置虛擬機器設定：

◦ 調整 CPU/RAM 參數（可選）

◦ 修改啟動順序和啟動延遲

◦ 開啟電源：選擇在遷移後開啟虛擬機器電源（預設：開啟）

◦ 移除 VMware Tools：轉換後移除 VMware Tools（預設：已選取）

◦ 虛擬機器韌體：BIOS > BIOS 和 EFI > EFI（自動）

◦ 保留 MAC 位址：出於許可要求，請保留 MAC 位址。

如果需要在保留 MAC 位址的同時保留介面名稱，請確保在來源 VM 上建立適當的 udev

規則。

◦ 服務帳戶覆蓋：如有需要，請指定單獨的服務帳戶

10. 按一下“繼續”。
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11. （可選）選擇日期和時間安排遷移。

至少提前 30 分鐘安排遷移，以便留出時間準備虛擬機器。

12. 點選「建立藍圖」。

結果

Shift Toolkit 會啟動 prepareVM 作業，該作業會在來源虛擬機器上執行腳本，為遷移做好準備。

顯示範例

準備過程：

• 注入腳本以更新 VirtIO 驅動程式、安裝 qemu-agent、移除 VMware Tools、備份 IP 詳細資訊並更新 fstab

檔案。

• 使用 PowerCLI 連接到客戶虛擬機器（Linux 或 Windows）並更新 VirtIO 驅動程式

• 對於 Windows 虛擬機器：將腳本儲存在 C:\NetApp

• 對於 Linux 虛擬機器：將腳本儲存在 /NetApp`和 `/opt

對於任何支援的虛擬機器作業系統，Shift Toolkit 會在磁碟轉換之前自動安裝必要的 VirtIO 驅動程
序，以確保轉換後成功啟動。

當 prepareVM 成功完成時，藍圖狀態將更新為「PrepareVM 完成」。遷移將按計劃時間進行，或者也可以點
擊「遷移」選項手動啟動。
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顯示範例

顯示範例

步驟 4：執行遷移

觸發遷移工作流程，將虛擬機器從 VMware ESXi 轉換為 OpenShift Virtualization。

開始之前

所有虛擬機器均依照計畫的維護時間表正常關機。

步驟

1. 在藍圖上，按一下「遷移」。
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顯示範例

2. Shift Toolkit 執行下列步驟：

◦ 刪除藍圖中所有虛擬機器的現有快照

◦ 觸發來源虛擬機器快照

◦ 在磁碟轉換之前觸發磁碟區快照

◦ 克隆各個磁碟區

◦ 將每個 VMDK 的 VMDK 格式轉換為 RAW 格式

Shift Toolkit 會自動尋找與每個虛擬機器關聯的所有 VMDK，包括主啟動磁碟。

如果存在多個 VMDK 文件，則每個 VMDK 文件都會被轉換。在此版本（v4.0）中，每個 VMDK

都應該放置在單獨的磁碟區/資料儲存上。

• 清理卷，使其僅保留 disk.img 文件

將虛擬機器磁碟映像轉換為 RAW 格式後，Shift Toolkit 會清理卷，將原始檔案重新命名為 disk.img，並指派
必要的權限。

• 使用Trident導入功能以 PVC 格式匯入銷售量。

然後使用NetApp Trident API 將磁碟區作為 PVC 匯入。

• 使用虛擬機器特定的 YAML 檔案建立虛擬機

PVC 匯入完畢且 PV 就位後，Shift Toolkit 使用 OC CLI 根據作業系統使用 yaml 檔案建立每個虛擬機器。

虛擬機器在「預設」命名空間下建立。
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• 在目標位置啟動虛擬機

根據虛擬機器作業系統，Shift Toolkit 會自動指派虛擬機器啟動選項以及儲存控制器介面。對於 Linux 發行版
，可以使用 VirtIO 或 VirtIO SCSI。對於 Windows 系統，虛擬機器啟動時使用 SATA 接口，然後排程腳本會
自動安裝 VirtIO 驅動程式並將介面變更為 VirtIO。

• 在每個虛擬機器上註冊網絡

網路是根據藍圖選擇進行分配的。

• 使用 cron 作業移除 VMware Tools 並指派 IP 位址

顯示範例

使用遷移工具包進行虛擬化和 Shift 工具包

本節介紹如何使用NetApp Shift Toolkit 和 Migration Toolkit for Virtualization (MTV) 實現向 Red Hat OpenShift

Virtualization 的無縫遷移。

開始之前

確保滿足以下先決條件：

• 已安裝 OpenShift Virtualization Operator 和NetApp Trident CSI 驅動程式的 OpenShift 集群

• MTV 2.9.4（含轉換模式）

• "Shift 工具包"已安裝

由於僅使用 Shift Toolkit API，因此無需配置 Shift Toolkit 資源群組或藍圖。

• 在 OpenShift 叢集上擁有管理員等級權限
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• 安裝了 tridentctl 和 OC 命令列工具的 Linux 實例

◦ 已匯出 Kubeconfig 或已執行 OC 登入以連線至叢集

◦ 從 Shift Toolkit UI 下載名為「OpenShift-MTV」的腳本（設定 > 開發者存取權 > 腳本攔截器）

◦ 解壓縮檔： unzip openshift-mtv.zip

◦ 請確保已安裝 Python3： dnf install python3

◦ 安裝 OpenJDK 8 或更高版本： yum install java-1.8.0-openjdk

◦ 安裝要求： pip install -r requirements.txt

• MTV 的虛擬機器需求：虛擬機器的 VMDK 必須放置在單獨的磁碟區上。對於具有 3 個磁碟的虛擬機，每個
磁碟都應該位於其單獨的磁碟區上（將資料儲存對應到 PVC 結構）。這必須使用儲存 vMotion 手動完成。

步驟

1. 使用 MTV 創建遷移計劃。

為了利用快速 VMDK 轉換，請為虛擬機器建立遷移計劃，並確保 YAML 檔案中包含以下參數：

◦ targetNamespace: default

◦ type: conversion

◦ storage: {}

應事先制定計劃，以確保 MTV 配置的 IP 設定得以保留。

2. 將 vCenter 中的虛擬機器和ONTAP儲存上的磁碟區進行對應。

使用腳本建立必要的 PVC 並將其匯入到 OpenShift 叢集。 PVC必須帶有以下標籤和註釋：

標籤：

◦ PVC 中的 vmID 和 vmUUID（堆高機會找出這些值）

註：

◦ vmdk 磁碟名稱 forklift.konveyor.io/disk-source

該腳本確保為每個PVC設定這些屬性，並更新disk.img的權限：

◦ "owner": { "id": 107 }

◦ "group": { "id": 107 }

◦ "mode": "0655"

3. 請使用以下詳細資訊更新 JSON 檔案：

◦ * ONTAP叢集*：可以是 SVM；可以使用 vsadmin。如果克隆卷不需要立即分離，請將 splitclone 設定
為「False」。

◦ vCenter：發現虛擬機器及其關聯 VMDK 檔案的最低 RBAC 權限

◦ * Trident儲存類別*：應為 NFS 後端，且 YAML 檔案中版本資訊正確。
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◦ OpenShift：指定項目名稱（預設值僅用作範例）

其餘值保持預設值。

4. 滿足先決條件後，執行 `python3 main.py`建立 PVC 並將其匯入到 OpenShift 叢集。

5. PVC 導入後，使用 MTV 觸發遷移，以建立具有相應規範的 VM。

顯示範例

顯示範例
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6. 使用 MTV 轉換 VMDK。

腳本會自動尋找與每個虛擬機器關聯的所有 VMDK，包括主啟動磁碟。

如果存在多個 VMDK 文件，則每個 VMDK 文件都會被轉換。

7. 上傳 RAW 鏡像到 OpenShift 虛擬化平台。

此腳本使用Trident CSI 將磁碟區作為 PVC 匯入到叢集中。 PVC yaml 檔案中填入了標籤和註解。

8. 創建具有 MTV 的虛擬機器。

導入完成後，呼叫 MTV 計畫開始遷移。 UI 顯示為“冷”，但根據轉換的 yaml 規範，MTV 會檢查每個 PVC

和 vmID/vmUUID，映射它們，並初始化遷移。

顯示範例

虛擬機器是在「預設」虛擬機器專案下建立的，但可以在 MTV 遷移計劃 YAML 中修改此設
定。

9. 首次使用 MTV 啟動 VM。

根據虛擬機器作業系統，MTV 會自動分配虛擬機器啟動選項以及儲存控制器介面。

顯示範例

遷移在 6 分鐘內完成，虛擬機器擁有 1.5TB 資料磁碟（分佈在 3 個 PVC 上）。這展示了一種使用ONTAP

儲存重新安置虛擬機器的精簡、低影響方法。

在開始進行此特定整合之前，請聯絡您的紅帽客戶團隊。

影片示範

以下影片示範了本解決方案中概述的流程。
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從 ESX 到 Red Hat OpenShift Virtualization (OSV) 的零接觸遷移

使用 Shift 工具包和虛擬化遷移工具包將虛擬機器從 VMware ESXi 遷移到 Red Hat
OpenShift 虛擬化

本節介紹虛擬化遷移工具包 (MTV) 和NetApp Shift 工具包如何為 Red Hat OpenShift

Virtualization 帶來無縫遷移體驗，並提供有關使用虛擬化遷移工具包和 Shift 工具包的轉換
功能過渡到 OpenShift Virtualization 的分步指南。

開始之前

在開始遷移之前，請確認滿足以下先決條件。

紅帽 OpenShift 虛擬化需求

• OpenShift 叢集可透過網路存取

• 安裝了以下運算子的 OpenShift 叢集端點：

◦ OpenShift虛擬化操作員

◦ NetApp Trident操作員

• NetApp Trident CSI 設定了適當的後端和儲存類

• 已配置正確的 VLAN 的 NodeNetworkConfigurationPolicy 和 NetworkAttachmentDefinitions (NAD)

• MTV 2.9.4 或更高版本（包含轉換模式）

• 具有叢集管理員權限的服務帳戶令牌

VMware 要求

• 權限最低的帳戶。請參閱本節"所需的最低權限"

• 必須使用 svmotion 將 VMDK 放置在各個磁碟區上（模擬 VMDK 與 PVC/PV 結構的關係）。

下一版本將取消此限制，屆時可以使用 NAS-economy 驅動程式進行 PVC 設定。

使用腳本區塊（設定 > 開發人員存取 > 腳本區塊）中提供的腳本，可以在 qtree 上啟用 PVC 放
置，或者允許按原樣導入卷，或者克隆並導入卷，從而無需手動執行 vMotion 操作。

• VMware 工具正在客戶虛擬機器上執行。

• 每個虛擬機器的作業系統都經過認證，並作為轉換所需的客戶作業系統提供支援。

• 遷移之前或遷移期間，不得更改 IP 位址、VLAN 和其他網路配置設定。在遷移過程中，虛擬機器的 MAC 位
址將會保留。

步驟 1：使用虛擬化遷移工具包建立遷移計劃

1. 為了充分利用虛擬機器 (VM) 的快速轉換優勢，第一步是使用 MTV 為虛擬機器建立遷移計劃。"Web 控制
台"或者"命令列"。

應事先制定計劃，以確保 MTV 配置保留 IP 設定。
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程式

a. 登入MTV網路控制台。

b. 新增來源提供者和目標提供者

c. 在目標命名空間中建立遷移計劃

▪ 配置提供者後，建立遷移計劃，並在目標命名空間中選擇對應的來源提供者和目標提供者。

顯示範例

顯示範例

d. 選擇要遷移的虛擬機
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▪ 確定並選擇要包含在遷移中的虛擬機器。

顯示範例

e. 設定網路和儲存映射

▪ 可以選擇現有的映射或建立新的映射，以使來源網路和儲存與目標環境保持一致。

顯示範例

105



顯示範例

f. 選擇遷移類型

▪ 初始階段保留預設遷移類型；在遷移過程中，該類型將更新以反映轉換類型。

顯示範例

g. 保留預設選項

▪ 保留預設設定。此外，選擇保留靜態 IP 的選項，並指定遷移後虛擬機器的期望狀態。
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顯示範例

h. 審核並最終定稿

▪ 仔細檢查所有設置，然後按一下「完成」以建立遷移計劃。

顯示範例

2. 建立遷移計劃後，複製遷移計劃的名稱，然後前往 Shift 工具包 UI。

3. 新增來源虛擬機器管理程式和目標虛擬機器管理程式。點擊此連結"建立網站"
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Shift Toolkit 中配置的端點必須與透過 MTV 控制台新增端點時所使用的格式相符。例如，如
果來源端點或目標端點是使用 FQDN 新增的，則在 Shift Toolkit 中也應使用相同的 FQDN。

顯示範例

4. 導航至“藍圖”並建立新藍圖。

◦ 完成前面的步驟後，請前往「藍圖」並選擇「使用 MTV 計畫建立新藍圖」。

與 Shift Toolkit 中的標準工作流程不同，使用基於 MTV 計劃的遷移時，無需手動建立資
源組。Shift Toolkit 會自動產生資源群組，並根據遷移計畫 YAML 套用必要的對應。
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顯示範例

5. 選擇目的地和遷移計劃。

◦ 選擇目標網站和對應的 OpenShift 端點。之後，選擇從指定叢集中檢索到的遷移計劃，該計劃包含要遷
移的虛擬機器。

顯示範例

6. 資源組和映射將根據遷移計劃 yaml 檔案自動配置。
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顯示範例

7. 選擇PVC進口選項。預設為克隆並導入磁碟區。

磁碟區也可以直接匯入，無需建立克隆。

顯示範例

8. 完成後，建立藍圖。
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9. 點選藍圖中的「遷移」按鈕即可觸發遷移。

在觸發遷移之前，應先關閉虛擬機器電源。MTV 將根據虛擬機器目標電源狀態屬性啟動虛擬
機器。

顯示範例

10. Shift 工具包執行工作流程步驟，以轉換磁碟格式、匯入 PVC 並使用 OpenShift API 建立虛擬機器。
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顯示範例

11. 在所有 PVC 都依照規定就位且 Shift Toolkit 觸發 MTV 後，MTV 遷移工作流程即啟動。

a. 遷移控制器為每個來源虛擬機器建立一個 VirtualMachineImport (VMI) 自訂資源 (CR)。

b. 由於 PVC 已由 Shift Toolkit 匯入，虛擬機器導入控制器會啟動一個連接了 PVC 的轉換艙。

c. 轉換 Pod 運行 virt-v2v，在 PVC 上為目標 VM 安裝和配置裝置驅動程式。

d. 然後，虛擬機器導入控制器會建立一個虛擬機器實例 (VMI) CR。

e. 當目標虛擬機器啟動時，KubeVirt 控制器會建立一個虛擬機器 Pod，該 Pod 運行 QEMU-KVM，並將
PVC 作為虛擬機器磁碟附加到該 Pod 中。
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顯示範例

12. 當所有虛擬機器都遷移完畢後，遷移控制器會將遷移計劃狀態更新為「已完成」。遷移後，每個來源虛擬機
器的原始電源狀態得以保留。

顯示範例

113



顯示範例

這表明 Shift 工具包和 MTV 可以以閃電般的速度簡化遷移過程。在這個例子中，遷移了 2 台
虛擬機，總共 12TB 的空間。整個過程大約耗時8-10分鐘。

幕後發生了什麼事：

以下各節描述了 Shift Toolkit API 和 MTV 觸發的步驟，用於轉換 VMDK 檔案並在 OpenShift 平台上建立虛
擬機器。無論透過 Shift Toolkit 使用者介面啟動，或是透過 Shift Toolkit 腳本區塊中提供的腳本啟動，此工作
流程都保持一致。
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轉換 VMDK

Shift 工具包將自動尋找與每個虛擬機器關聯的 VMDK，包括主啟動磁碟。

如果存在多個 VMDK 文件，則每個 VMDK 文件都會被轉換。

批次匯入和遷移計劃配置

Shift Toolkit 使用Trident CSI 將磁碟區以 PVC 匯入叢集。每個PVC清單都包含特定的標籤和註釋，以確保MTV

能夠識別它們：

• 標籤

◦ vmID

◦ vmUUID

• 註解：

◦ vmdk 磁碟路徑

此外，disk.img 檔案的權限也已更新。權限是透過動態部署的 POD 進行修改的，該 POD 用於掛載導入的 PVC

並按如下方式設定權限：

• "owner": { "id": 107 },"group": { "id": 107 },"mode": "0655"

重要提示：

• 堆高機檢查PVC中的vmID和vmUUID。

• Forklift 使用 forklift.konveyor.io/disk-source 的磁碟名稱（VMDK 路徑）。

• 導入的 PVC 數量必須與來源 VM 關聯的磁碟數量相符。例如，如果一個虛擬機器有三個 VMDK，但導入了
四個 ID 匹配的 PVC，則 MTV 不會將遷移計劃狀態更新為「準備開始」。

這些步驟完成後，Shift Toolkit 會修補遷移計畫 YAML，以便 MTV 能夠理解應該直接使用 PVC，繞過資料填充
程式 pod 進程（這通常很耗時）。修改後的 YAML 檔案包含：

• 目標命名空間：預設

• 類型：轉換

• 貯存： {}

啟動遷移過程

配置完成後，呼叫 MTV 開始遷移。UI 會將遷移類型顯示為“冷遷移”，但根據 YAML 轉換規範，MTV 會根據關
聯的 vmID 和 vmUUID 驗證每個 PVC，並相應地映射它們，然後初始化遷移。顯示範例
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虛擬機器是在「預設」虛擬機器專案下創建的，但可以在 MTV 遷移計劃 YAML 中進行修改。

Shift Toolkit 透過簡化流程、最大限度地減少停機時間以及消除對 ESXi 主機存取或基於 VDDK 的方法的需求，
加速了遷移。

在開始進行此特定整合之前，請聯絡您的紅帽客戶團隊。

將虛擬機器從 VMware ESXi 遷移到 Oracle Linux Virtualization Manager

使用 Shift Toolkit 將虛擬機器從 VMware ESXi 遷移到 Oracle Linux Virtualization Manager

(OLVM)，方法是準備虛擬機器、轉換磁碟格式和設定目標環境。

Shift Toolkit 能夠透過目標環境中的磁碟格式轉換和網路重新配置，實現虛擬化平台之間的虛擬機器遷移。

開始之前

在開始遷移之前，請確認滿足以下先決條件。

Oracle Linux Virtualization Manager 需求

• 資料中心已新增 Oracle Linux KVM 主機的 Oracle Linux Virtualization Manager

• ONTAP NFS 儲存已新增為儲存域

• 叢集管理員級別權限

• Oracle Linux Virtualization Manager 與 VDSM 版本 >= 4.5

• Oracle Linux Virtualization Manager（目標）主機可透過網路存取。

• NFSv3 儲存域已配置對應的磁碟區和 qtree

◦ 確保對 vdsm 使用者（UID 36）和 kvm 群組（GID 36）具有讀寫存取權限

• 已配置對應VLAN的網路

VMware 要求
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• VM 的 VMDK 檔案放置在 NFSv3 磁碟區上（給定 VM 的所有 VMDK 檔案都應該位於同一個磁碟區中）。

• VMware 工具正在客戶虛擬機器上執行。

• 待遷移的虛擬機器處於運作狀態，以便進行準備。

• 必須先關閉虛擬機器電源才能觸發遷移

• VMware Tools 的移除將在虛擬機器啟動後在目標虛擬機器管理程式上進行。

客戶機虛擬機器要求

• 對於 Windows 虛擬機器：使用本機管理員憑證

• 對於 Linux 虛擬機器：使用具有執行 sudo 命令而無需密碼提示權限的用戶

• 對於 Windows 虛擬機器：將 VirtIO ISO 掛載到虛擬機器（從 [此處應填寫下載連結] 下載）。"這裡" ）

準備腳本使用 .msi 套件來安裝驅動程式和 qemu-guest-agents。

步驟 1：新增目標站點 (OLVM)

將目標 Oracle Linux Virtualization Manager 環境加入到 Shift Toolkit 中。

步驟

1. 點擊“新增網站”，然後選擇“目標位置”。

顯示範例

2. 請輸入目的地站點詳細資料：

◦ 網站名稱：請為網站提供一個名稱。

◦ 虛擬機器管理程式：選擇 OLVM
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◦ 站點位置：選擇預設選項

◦ 連接器：選擇預設選項

3. 按一下“繼續”。

顯示範例

4. 請輸入OLVM詳細資料：

◦ 端點：虛擬化管理器的 IP 位址或 FQDN

◦ 使用者名稱：使用者名稱格式為 username@profile（例如，admin@internal）

◦ 密碼：用於存取虛擬化管理員的密碼

5. 選擇“接受自簽名憑證”，然後按一下“繼續”。
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顯示範例

6. 按一下“建立網站”。

顯示範例

來源磁碟區和目標磁碟區將相同，因為磁碟格式轉換是在同一磁碟區內的磁碟區層級進行
的。
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步驟 2：建立資源組

將虛擬機器組織成資源群組，以保留啟動順序和啟動延遲配置。

開始之前

• 確保按照先決條件中的規定配置 qtree。

• 在轉換之前，將虛擬機器遷移到新建立的ONTAP SVM 上的指定資料存儲，以將生產 NFS 資料儲存與暫存
區隔離。

步驟

1. 導航至“資源組”，然後按一下“建立新資源組”。

2. 從下拉式選單中選擇來源站點，然後按一下「建立」。

3. 提供資源組詳細資訊並選擇工作流程：

◦ 基於複製的遷移：執行從來源虛擬機器到目標虛擬機器的端對端遷移

◦ 基於複製的轉換：將磁碟格式轉換為選定的虛擬機器管理程式類型

4. 按一下“繼續”。

5. 使用搜尋選項選擇虛擬機器（預設篩選條件為「資料儲存」）。

資料儲存下拉式選單僅顯示 NFSv3 資料儲存。 NFSv4 資料儲存不顯示。

6. 更新遷移詳情：

◦ 選擇*目標網站*

◦ 選擇*目標 OLVM 條目*

◦ 配置資料儲存到 Qtree 的映射
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顯示範例

將虛擬機器從 ESXi 轉換為 OLVM 時，請確保目標路徑（儲存轉換後的虛擬機器的位置）
設定為 qtree。同時確保將此 qtree 新增到儲存域。可以建立多個 qtree 並用於儲存轉換
後的 VM 磁碟。

7. 配置所有選定虛擬機器的啟動順序和啟動延遲：

◦ 1：第一台啟動的虛擬機

◦ 3：預設值

◦ 5：最後一個啟動的虛擬機

8. 按一下“建立資源組”。

顯示範例

結果

資源組已創建，可以進行藍圖配置。
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步驟 3：建立遷移藍圖

建立遷移計劃藍圖，包括平台映射、網路配置和虛擬機器設定。

步驟

1. 導航至“藍圖”並點擊“建立新藍圖”。

2. 為藍圖命名並配置主機映射：

◦ 選擇「來源站點」和關聯的 vCenter

◦ 選擇*目標站點*和關聯的OLVM目標

◦ 配置叢集和主機映射

顯示範例

3. 選擇資源組詳細信息，然後按一下“繼續”。

4. 如果存在多個資源組，請設定資源組的執行順序。

5. 配置網路映射到對應的邏輯網路。

網路應該已經在 OLVM 中配置好，並帶有適當的 VLAN 標記。對於測試遷移，請選擇「不配
置網路」以避免生產網路衝突；轉換後手動分配網路設定。

122



顯示範例

6. 查看儲存映射（根據虛擬機器選擇自動選擇）。

請確保事先配置 qtree 並分配必要的權限，以便可以從 NFS 磁碟區建立虛擬機器並啟動它。

7. 在虛擬機器詳細資訊下，選擇配置詳細信息，並為每種作業系統類型提供服務帳戶憑證：

◦ Windows系統：使用具有本機管理員權限的使用者（也可以使用網域憑證）

◦ Linux：使用可以無需密碼提示即可執行 sudo 命令的用戶
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顯示範例

配置選擇允許您選擇磁碟映像格式並跳過覆蓋 prepareVM。工作流程預設為 QCOW2 格
式，但如果需要，也可以選擇 RAW 格式。管理員可以透過覆蓋 prepareVM 選項跳過虛
擬機器準備工作並執行自訂腳本。

8. 配置IP設定：

◦ 無需配置：預設選項

◦ 保留 IP 位址：保持與來源系統相同的 IP 位址

◦ DHCP：為目標虛擬機器指派 DHCP 權限

在 prepareVM 階段，確保虛擬機器已啟動並安裝了 VMware Tools。

9. 配置虛擬機器設定：

◦ 調整 CPU/RAM 參數（可選）

◦ 修改啟動順序和啟動延遲

◦ 開啟電源：選擇在遷移後開啟虛擬機器電源（預設：開啟）

◦ 移除 VMware Tools：轉換後移除 VMware Tools（預設：已選取）

◦ 虛擬機器韌體：BIOS > BIOS 和 EFI > EFI（自動）

◦ 保留 MAC 位址：出於許可要求，請保留 MAC 位址。

◦ 服務帳戶覆蓋：如有需要，請指定單獨的服務帳戶

10. 按一下“繼續”。

11. 選擇日期和時間安排遷移。
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至少提前 30 分鐘安排遷移，以便留出時間準備虛擬機器。

12. 點選「建立藍圖」。

結果

Shift Toolkit 會啟動 prepareVM 作業，該作業會在來源虛擬機器上執行腳本，為遷移做好準備。

顯示範例

準備過程：

• 注入腳本以更新 VirtIO 驅動程式、安裝 qemu-agent、移除 VMware Tools、備份 IP 詳細資訊並更新 fstab

檔案。

• 使用 PowerCLI 連接到客戶虛擬機器（Linux 或 Windows）並更新 VirtIO 驅動程式

• 對於 Windows 虛擬機器：將腳本儲存在 C:\NetApp

• 對於 Linux 虛擬機器：將腳本儲存在 /NetApp`和 `/opt

對於任何支援的虛擬機器作業系統，Shift Toolkit 會在磁碟轉換之前自動安裝必要的 VirtIO 驅動程
序，以確保轉換後成功啟動。

當 prepareVM 成功完成時，藍圖狀態將更新為「PrepareVM 完成」。遷移將按計劃時間進行，或者也可以點
擊「遷移」選項手動啟動。
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顯示範例

步驟 4：執行遷移

觸發遷移工作流程，將虛擬機器從 VMware ESXi 轉換為 Oracle Linux Virtualization Manager。

開始之前

所有虛擬機器均依照計畫的維護時間表正常關機。

步驟

1. 在藍圖上，按一下「遷移」。
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顯示範例

2. Shift Toolkit 會執行下列操作：

◦ 刪除藍圖中所有虛擬機器的現有快照

◦ 觸發來源虛擬機器快照

◦ 在磁碟轉換之前觸發磁碟區快照

◦ 將所有虛擬機器的 VMDK 格式轉換為 QCOW2 或 RAW 格式

Shift Toolkit 會自動尋找與每個虛擬機器關聯的所有 VMDK，包括主啟動磁碟。

如果存在多個 VMDK 文件，則每個 VMDK 文件都會被轉換。

◦ 將 QCOW2 或 RAW 鏡像上傳到 OLVM 儲存域

將虛擬機器磁碟映像轉換為 QCOW2 或 RAW 格式後，Shift Toolkit 將檔案上傳到對應的儲存域並新增每
個磁碟。

◦ 建立虛擬機

Shift Toolkit 透過 REST API 調用，根據作業系統建立每個虛擬機器。

虛擬機器在「預設」叢集下建立。

◦ 在目標位置啟動虛擬機

根據虛擬機器作業系統，Shift Toolkit 會自動指派虛擬機器啟動選項以及儲存控制器介面。對於 Linux 發
行版，可以使用 VirtIO 或 VirtIO SCSI。對於 Windows 系統，虛擬機器啟動時使用 SATA 接口，然後排
程腳本會自動安裝 VirtIO 驅動程式並將介面變更為 VirtIO。
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◦ 在每個虛擬機器上註冊網絡

網路是根據藍圖選擇進行分配的。

◦ 移除 VMware Tools 並使用觸發腳本或定時任務指派 IP 位址

顯示範例

影片示範

以下影片示範了本解決方案中概述的流程。

從 ESX 到 Oracle Linux Virtualization Manager (OLVM) 的零接觸遷移

使用 Shift Toolkit 轉換虛擬機

使用 Shift Toolkit 將 VMware ESX 虛擬機器磁碟 (VMDK) 轉換為 Microsoft Hyper-V

(VHDX) 磁碟格式或 Red Hat KVM (QCOW2) 磁碟格式。此過程包括設定資源群組、建立
轉換藍圖和安排轉換。

概況

Shift 工具包支援虛擬機器管理程式之間對下列磁碟格式進行虛擬磁碟的磁碟級轉換：

• VMware ESX 到 Microsoft Hyper-V（VMDK 到 VHDX）

• Microsoft Hyper-V 到 VMware ESX（VHDX 到 VMDK）

• VMware ESX 到 Red Hat KVM（VMDK 到 QCOW2）

• VMware ESX 到 Red Hat KVM（VMDK 到 RAW）

轉換後的 qcow2 檔案與任何 KVM 虛擬機器管理程式相容。例如，可以使用 virt-manager 在基於 RHEL 的 KVM

中使用 qcow2 檔案來建立虛擬機，也可以使用 ubuntu KVM、基於 Rocky Linux 的 KVM 等。經過調整後，它可
以與 Oracle Linux 虛擬化管理器一起使用，也可以在使用NetApp Trident導入後與 OpenShift 虛擬化一起使用。
目標是提供磁碟（以秒到分鐘為單位），然後可以將其整合到組織用於配置虛擬機器和分配網路的現有自動化腳
本中。這種方法有助於減少整體遷移時間，其中磁碟轉換由 Shift 工具包 API 處理，其餘腳本啟動虛擬機器。

Shift 工具包支援從 VMware 到其他相容的 KVM 虛擬機器管理程式的端對端遷移。但是，轉換選項使遷移管理
員能夠運行這些轉換和遷移 API。
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轉換為 QCOW2 格式

若要使用NetApp Shift 工具包將虛擬磁碟轉換為 QCOW2 格式，請依照下列進階步驟操作：

• 建立目標站點類型，指定 KVM（僅轉換）為虛擬機器管理程式。

KVM 不需要虛擬機器管理程式詳細資訊。

• 建立包含需要進行磁碟轉換的虛擬機器的資源群組
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• 建立將虛擬磁碟轉換為QCOW2格式的藍圖。
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• 使用調度選項指定一個時間段。如果要臨時執行轉換，請不要選取調度選項。

• 藍圖建立完成後，將觸發 prepareVM 作業。該作業會自動在來源虛擬機器上執行腳本，使其做好轉換準
備。這些腳本會移除 VMware Tools 並更新驅動程式以滿足目標虛擬機器管理程式的要求。
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• 一旦 prepareVM 作業成功完成（如下面的螢幕截圖所示），與虛擬機器關聯的虛擬機器磁碟就可以進行轉
換，並且藍圖狀態將更新為「活動」。

• 為虛擬機器安排所需的停機時間後，按一下「轉換」。

• 轉換操作使用時間點快照。如果需要，請關閉虛擬機，然後重新觸發操作。
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• 轉換操作針對虛擬機器和對應的磁碟執行每個操作以產生適當的格式。

• 透過手動建立虛擬機器並將磁碟附加到虛擬機器來使用轉換後的磁碟。

Shift 工具包僅支援 qcow2 格式的磁碟轉換。它不支援虛擬機器創建或註冊。若要使用轉換後的
磁碟，請手動建立虛擬機器並附加磁碟。

轉換為 VHDX 格式

若要使用NetApp Shift 工具包將虛擬磁碟轉換為 VHDX 格式，請依照下列進階步驟操作：

• 建立目標網站類型並指定 Hyper-V 為虛擬機器管理程式。

• 建立包含需要進行磁碟轉換的虛擬機器的資源群組
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• 建立將虛擬磁碟轉換為VHDX格式的藍圖。一旦藍圖建立完成，準備工作就會自動啟動。

• 一旦安排了虛擬機器所需的停機時間，請選擇「轉換」。
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• 轉換操作針對虛擬機器和對應的磁碟執行每個操作以產生適當的 VHDX 格式。

• 透過手動建立虛擬機器並將磁碟附加到虛擬機器來使用轉換後的磁碟。
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若要在 VM 中使用轉換後的 VHDX 磁碟，必須透過 Hyper-V 管理員或 PowerShell 命令手動建立
VM，並且必須將磁碟連接到該 VM。除此之外，還應手動映射網路。

轉換為 RAW 格式

若要使用NetApp Shift 工具包將虛擬磁碟轉換為 RAW 格式，請依照下列進階步驟操作：

• 建立目標站點類型，指定 OpenShift 或 OLVM 作為虛擬機器管理程式。

• 建立包含需要進行磁碟轉換的虛擬機器的資源群組
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• 建立將虛擬磁碟轉換為RAW格式的藍圖。一旦藍圖建立完成，準備工作就會自動啟動。

• 一旦安排了虛擬機器所需的停機時間，請選擇「轉換」。
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• 轉換操作針對虛擬機器和對應的磁碟執行每個操作以產生適當的 RAW 格式。

• 手動建立虛擬機，使用轉換後的磁碟。

◦ 對於 OpenShift，使用 tridentctl 將磁碟區匯入為 PVC，然後使用匯入的磁碟建立虛擬機器。

◦ 對於 OLVM，請前往 ovirt 引擎 URL，並將 Shift 工具包轉換後的 RAW 檔案作為作業系統磁碟附加到虛
擬機，從而建立一個新的虛擬機。請務必選擇合適的介面。

對於 OLVM，也可以使用 qcow2 檔案格式。此項目選擇可在建立藍圖時進行。
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若要在虛擬機器中使用轉換後的 RAW 磁碟映像，必須透過 OpenShift 控制台或 OC 命令
手動建立虛擬機器（透過 YAML 為 OpenShift 建立），或使用 OLVM REST API/UI 為
OLVM 創建，並且必須將磁碟附加到虛擬機器。除此之外，還應手動映射網路。

手動建立虛擬機器時，請確保指定正確的啟動類型（EFI 或 BIOS）。

使用 Shift Toolkit 控制面板監控遷移作業

使用 Shift Toolkit 作業監控儀表板即時追蹤遷移、轉換和藍圖操作，以便快速識別作業狀
態並解決問題。

作業監控儀表板

作業監控儀表板提供了一個集中視圖，顯示 Shift Toolkit 中所有正在進行且已完成的操作。使用此儀表板監控遷
移、轉換和藍圖作業的進度。

儀錶板顯示每個工作的關鍵資訊：

• 工作類型（遷移、轉換或藍圖）

• 目前狀態（運行中、成功、失敗或部分失敗）

• 進度指標和完成百分比

• 已處理的虛擬機器數量

• 開始和結束時間
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了解工作狀態

直覺的介面使您能夠快速評估所有操作的狀態，並識別需要關注的任務。

作業狀態指示器可協助您了解每個操作的結果：

• 成功：作業中的所有虛擬機器已完成，未出現任何錯誤。

• 失敗：作業遇到錯誤，無法完成。

• 部分失敗：部分虛擬機器成功完成，而其他虛擬機器則遇到錯誤。

• 運行中：該任務目前正在進行中

利用狀態資訊來決定故障排除工作的優先級，並確保遷移工作流程順利進行。

在 Shift 工具包中配置進階設置

在 Shift Toolkit 中設定進階設置，以管理 CredSSP 驗證、啟用日誌記錄和偵錯、存取
REST API 以及設定遷移作業的電子郵件通知。

點擊頂部工具列中的「設定」圖標，即可存取進階設定。
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憑證安全服務提供者 (CredSSP)

Shift Toolkit 使用憑證安全服務提供者 (CredSSP) 來管理轉換過程中的憑證傳輸。 Shift 伺服器在被轉換的虛擬
機器的客戶作業系統上執行腳本，透過 Hyper-V 伺服器從 Shift 伺服器向客戶作業系統「雙跳」傳遞憑證。

將 Shift 伺服器配置為 CredSSP 用戶端

進階設定精靈會自動將 Shift 伺服器設定為 CredSSP 用戶端，使其能夠將憑證委派給 Hyper-V 伺服器。
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幕後花絮

Shift Toolkit 執行下列指令和政策配置，將自身設定為客戶端：

已執行的指令：

• Set-Item WSMan:\localhost\Client\TrustedHosts -Value "fqdn-of-hyper-v-host"

• Enable-WSManCredSSP -Role client -DelegateComputer "fqdn-of-hyper-v-host"

已配置群組原則：

• 電腦設定 > 管理範本 > 系統 > 憑證委派 > 允許使用僅 NTLM 伺服器驗證委派新憑證

啟用此策略並新增 wsman/fqdn-of-hyper-v-host。

將 Hyper-V 伺服器配置為 CredSSP 伺服器

使用 `Enable-WSManCredSSP`使用 Hyper-V 伺服器上的 cmdlet 將其配置為 CredSSP 伺服器，使其能夠從
Shift 伺服器接收憑證。

步驟

1. 在 Shift Toolkit 伺服器將要設定虛擬機器的 Hyper-V 主機上，以管理員身分開啟 Windows PowerShell 工作
階段。

2. 運行以下命令：

Enable-PSRemoting

Enable-WSManCredSSP -Role server

日誌記錄和調試

Shift Toolkit 包含預設日誌記錄功能，保留期限為 30 天。根據技術支援的要求，日誌記錄可以切換到調試模式，
以便進行故障排除。
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昂首闊步

進階設定中的 Swagger 頁面可讓您與 Shift Toolkit REST API 進行互動。

Shift Toolkit REST API 提供對遷移、轉換和自動化功能的程式存取。 API 依功能性工作流程組織，以協助您快
速找到完成特定任務所需的資源。
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身份驗證和設定 API

使用這些 API 來建立連接、管理使用者以及配置 Shift Toolkit 伺服器的身份驗證。

會議

管理使用者身份驗證並取得 API 請求的授權令牌：

• 開始會話

• 驗證會話

• 取得所有會話 ID

• 結束會話

用戶

管理使用者帳號和權限：

• 新增用戶

• 取得所有用戶

• 更改使用者密碼

• 接受 EULA

CredSSP

配置憑證安全服務提供者以進行憑證委派：

• 啟用 CredSSP

• 取得 CredSSP 狀態

連接器
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管理與基礎架構元件的連線：

• 新增連接器

• 獲取所有連接器的詳細信息

• 按 ID 更新連接器詳細信息

• 透過 ID 獲取連接器詳細信息

租戶

管理多租戶配置：

• 新增租戶

• 獲取所有租戶信息

基礎架構管理 API

使用這些 API 來配置和發現您的來源環境和目標環境。

地點

管理遷移站點及其相關的虛擬和儲存環境：

• 取得網站數量

• 獲取所有站點詳細信息

• 新增站點

• 透過 ID 取得網站詳細信息

• 根據 ID 刪除站點

• 新增虛擬環境

• 將儲存環境新增至站點

• 獲取站點的虛擬環境詳細信息

• 更新網站的虛擬環境詳細信息

• 刪除網站的虛擬環境詳細信息

• 獲取站點的存儲環境詳細信息

• 更新網站的儲存環境詳細信息

• 刪除網站的儲存環境詳細信息

發現

發現並清點來源站點和目標站點中的虛擬機器和資源：

• 發現來源站點

• 取得來源站點的所有發現請求

• 發現目標站點
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• 取得目標網站的所有發現請求

• 透過 ID 取得來源站點的發現步驟

• 透過 ID 取得目標網站的發現步驟

虛擬機器和資源管理 API

使用這些 API 來清點、組織和管理虛擬機器和資源以進行遷移。

虛擬機器

查詢與管理虛擬機器：

• 取得來源中的站點和虛擬環境的虛擬機

• 為站點和虛擬環境取得未受保護的虛擬機

• 取得虛擬機器數量

• 取得受保護的虛擬機器數量

資源

查看資源利用率和可用性：

• 取得網站和虛擬環境的資源詳細信息

• 取得來源站點資源數量

資源組

將虛擬機器組織成保護群組以便進行遷移：

• 取得保護組數量

• 獲取所有保護組詳細信息

• 新增保護組

• 透過 ID 取得保護組詳細信息

• 透過 ID 刪除保護群組

• 按 ID 更新保護組詳細信息

• 透過 ID 取得保護群組中的虛擬機

• 取得包含保護群組的藍圖

遷移和復原 API

使用這些 API 來執行遷移、監控合規性和管理復原作業。

藍圖

定義和管理遷移藍圖：
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• 取得藍圖數量

• 獲取所有藍圖詳細信息

• 新增藍圖

• 透過 ID 取得藍圖詳情

• 按ID刪除藍圖

• 更新 ID 的藍圖詳情

• 取得藍圖的虛擬機

• 取得藍圖中虛擬機器的電源狀態

遵守

遷移前請確認準備與相容性：

• 取得藍圖的合規性檢查結果

• 取得藍圖的合規性檢查最終狀態

• 為藍圖添加按需合規性檢查

執行

監控遷移和轉換作業的執行：

• 取得所有執行細節

• 獲取正在執行的詳細信息

• 取得執行次數

• 獲取正在進行的執行次數

• 取得執行 ID 的步驟

恢復

執行和管理遷移和復原作業：

• 為藍圖新增新的執行請求

• 為藍圖新增執行重試請求

• 取得所有藍圖的執行狀態

• 取得藍圖 ID 的執行狀態

自動化 API

使用這些 API 來擴充和自動化 Shift Toolkit 的功能。

腳本區塊

訪問並執行自動化腳本：
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• 取得所有腳本元數據

• 透過 ID 取得腳本元數據

• 取得所有刷新元數據

• 執行腳本

腳本區塊和自動化

Shift Toolkit 中的腳本區塊提供了範例程式碼，可協助您使用內部和外部 API 來實現自動化、整合和開發功能。
瀏覽並下載程式碼範例部分中的範例，這些範例由 Shift Toolkit 自動化團隊和社群成員編寫。使用這些範例開始
執行自動化、管理或整合任務。
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以下範例展示了一個 PowerShell 腳本，用於刪除 Shift Toolkit UI 中的特定作業。雖然標準工作流程中沒有提供
此功能，但可以使用腳本區塊來實現。該腳本還可以作為批次腳本提供，可以輕鬆下載和執行。

腳本區塊的目標是提供使用 Shift Toolkit API 和相應虛擬機器管理程式發布的 API 在特定虛擬機器管理程式上進
行第 0 天和持續操作的範例腳本。

腳本區塊的目標是提供使用 Shift Toolkit API 和相應虛擬機器管理程式發布的 API 在特定虛擬機器管理程式上進
行第 0 天和持續操作的範例腳本。
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電子郵件通知與提醒

設定電子郵件通知，向指定收件者傳送有關發現、轉換或遷移作業的警報。 UI 通知（介面內的警報）也可用，
並儲存 7 天。

從「設定」>「平台設定」>「電子郵件設定」存取電子郵件通知設定。

步驟

1. 登入 Shift Toolkit 使用者介面。

2. 前往“設定”>“平台設定”。

3. 選擇電子郵件通知並更新 SMTP 詳細資訊：

◦ SMTP 伺服器位址

◦ 港口

◦ 使用者名稱

◦ 密碼

4. 更新收件人字段，並從可用類別中選擇事件。

5. 按一下“應用”。

截圖顯示了每個通知類別和事件的細分情況。

此版本中，電子郵件通知使用基本的 SMTP 驗證和 SendGrid。未來的版本將支援現代身份驗
證。

此版本中，電子郵件通知使用基本的 SMTP 驗證和 SendGrid。未來的版本將支援現代身份驗
證。
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中止並恢復功能

Shift Toolkit 提供了在工作流程的任何步驟取消正在執行的作業的選項。取消作業時，所有孤立元件都會自動清
理，包括：

• 如果虛擬機器已啟動，則在虛擬機器管理程式上將其關閉。

• 從對應的 qtree 移除磁碟條目

• 刪除持續性銷售聲明 (PVC)

由於 Shift Toolkit 不會以任何方式修改來源虛擬機，因此回滾非常簡單，只需啟動來源虛擬機即可。無需採取其
他回滾操作。

使用 Shift Toolkit 將虛擬機器從 SAN 環境遷移以進行轉換

使用 Shift Toolkit 將虛擬機器從基於 SAN 的資料儲存遷移到 NAS，然後再使用 VMware

Storage vMotion 和 Storage Live Migration 進行轉換，以維持業務連續性。

基於 SAN 的虛擬機器的要求

Shift Toolkit 要求虛擬機器在轉換之前駐留在 NAS 環境中（VMware ESXi 使用 NFS）。如果您的虛擬機器目前
儲存在基於 SAN 的資料儲存上，並且使用 iSCSI、光纖通道 (FC)、乙太網路光纖通道 (FCoE) 或光纖通道
NVMe (NVMe/FC)，則必須先將其移轉到 NFS 資料儲存。

SAN環境遷移工作流程

下圖展示了儲存在 SAN 環境中的虛擬機器的完整遷移工作流程。
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遷移過程包括三個主要階段：

從SAN遷移到NAS（VMware環境）

使用 VMware vSphere Storage vMotion 將虛擬機器及其磁碟從 SAN 資料儲存遷移到 NFS 資料儲存。此操作無
需虛擬機器停機即可完成。

使用 Shift 工具包轉換虛擬機

虛擬機器駐留在 NFS 資料儲存上之後，Shift Toolkit 使用NetApp FlexClone技術將虛擬機器從 VMware ESXi 轉
換為任何虛擬機器管理程式。轉換後的虛擬機器及其磁碟放置在對應的虛擬機器管理程式主機可存取的 qtree
中。

遷移回SAN

轉換完成後，使用儲存遷移將轉換後的虛擬機器及其磁碟從 qtree 移至啟用 SAN 的磁碟區。這樣，您就可以在
對應的虛擬機器管理程式環境中維護您的 SAN 基礎架構。

處理處理器相容性問題

在處理器能力不同的節點之間執行即時虛擬機器遷移時，由於處理器相容性檢查，遷移可能會失敗。

要解決此問題：

1. 在 Hyper-V 中啟用「遷移到具有不同處理器的實體電腦」選項。

2. 使用 Shift Toolkit 腳本區塊中提供的處理器相容性腳本來配置虛擬機器以進行跨處理器遷移。

此設定允許虛擬機器在具有不同處理器功能集的主機之間遷移，同時保持相容性。
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使用 Shift Toolkit 轉換或遷移虛擬機器後的後續步驟

使用 Shift Toolkit 轉換或遷移虛擬機器後，請查看關鍵的遷移後任務以驗證新環境。您可
以使用詳細的範例來驗證系統健康狀況、執行清理步驟以及排除常見問題。

結論

NetApp Shift 工具包可協助管理員快速無縫地將虛擬機器從 VMware 轉換為 Hyper-V。它還可以在不同的虛擬機
器管理程式之間轉換虛擬磁碟。因此，每次您想要將工作負載從一個虛擬機器管理程式移至另一個虛擬機器管理
程式時，Shift 工具包都可以為您節省數小時的精力。組織現在可以託管多虛擬機器管理程式環境，而不必擔心
工作負載是否綁定到單一虛擬機器管理程式。此功能提高了靈活性並降低了許可成本、鎖定和對單一供應商的承
諾。

後續步驟

透過下載 Shift 工具包釋放Data ONTAP的潛力並開始遷移或轉換虛擬機器或磁碟檔案以簡化和最佳化遷移。

要了解有關此過程的更多信息，請隨意遵循詳細的演練：

Shift Toolkit 演練

故障排除和已知問題

1. 用於設定 IP 位址和刪除 VMware 工具的觸發腳本在 Windows VM 上失敗，並出現下列錯誤：憑證無效

Error message:

Enter-PSSession : The credential is invalid.

Potential causes:

The guest credentials couldn't be validated

a. The supplied credentials were incorrect

b. There are no user accounts in the guest

2. Windows 虛擬機器遇到 BSOD 錯誤

*注意：*這不是 Shift 工具包的問題，而是與環境有關。
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Error message:

Bluescreen error during initial boot after migration.

Potential cause:

Local group policy setup to block the installation of applications

including new drivers for Microsoft Hyper-V.

a. Update the policy to allow installation of drivers.

3. 嘗試建立資源組時未列出資料存儲

Error message:

Mount paths are empty while getting volumes for mountpaths for site.

Potential causes:

The NFS volume used as a datastore is using v4.1

a. Shift toolkit filters out NFS v3 datastores during the resource group

creation. NFS 4.1 or 4.2 is not supported in the current release.

4. 啟用 SSL 後無法存取 Shift 工具包 UI。

Error message:

Login failed, Network error

Potential causes:

MongoDB service not running

Using Firefox browser to access Shift UI

a. Ensure Mongo service is running

b. Use Google Chrome or IE to access Shift UI.

5. 無法遷移啟用了加密的虛擬機器。
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Error message:

Boot failure on Hyper-V side

Potential causes:

VMDK encrytped using vSphere encryption

a. Decrypt the VMDK inside VMware and retry the operation.

附錄

Shift 工具包的自訂ONTAP角色

建立具有最小權限的ONTAP角色，這樣就無需使用ONTAP管理員角色在 Shift 工具包中執行操作。 ONTAP儲存
端的 SVM 等級需要這些最低角色。

vsadmin 也可以使用。

使用ONTAP系統管理員建立角色。

在ONTAP系統管理員中執行下列步驟：

建立自訂角色：

• 若要在 SVM 層級建立自訂角色，請選擇「儲存」>「儲存虛擬機器」>「所需的 SVM」>「設定」>「使用
者和角色」。

• 選擇「使用者和角色」旁的箭頭圖示 (→)。

• 在角色下選擇 +新增。

• 定義角色的規則並按一下儲存。
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將角色對應到 Shift 工具包使用者：

在「使用者和角色」頁面上執行以下步驟：

• 選擇“使用者”下的“新增圖示 +”。

• 選擇所需的使用者名，並在角色的下拉式選單中選擇上一個步驟所建立的角色。

• 按一下「Save（儲存）」。

完成後，在 Shift 工具包 UI 中配置來源站點和目標站點時使用上面建立的使用者。

VMware 上所需的最低權限角色

若要使用 Shift 工具包從 VMware vSphere 遷移虛擬機，請使用管理 > 存取控制 > 角色建立具有下列權限的
RBAC 使用者。

選擇“權限”選項卡：

Datastore

•   Browse datastore

•   Update virtual machine files

Virtual machine

•   Edit inventory

    o   Register

    o   Unregister

•   Interaction

    o   Answer question

    o   Console interaction

    o   Power off

    o   Power on

•   Snapshot management

    o   Create snapshot

    o   Remove snapshot

    o   Rename snapshot

•   Guest operations

    o   Guest operation modifications

    o   Guest operation program execution

    o   Guest operation queries
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