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ONTAP 上的 EPIC

ONTAP 上的 EPIC

ONTAP 讓 EPIC 變得更簡單。

ONTAP 是一個資料管理平台、可讓您整合 Epic 工作負載、同時滿足所有效能、資料保護及資料管理需求。

只有在 NetApp 上、您才能在單一高可用度資料管理平台上、將 SAN 、 NAS 和物件的所有醫療工作負載標準
化。ONTAP 是全球部署最廣泛的儲存軟體平台、擁有將近 30 年的持續創新經驗。您可以使用原生 ONTAP 資
料管理工具和應用程式整合、來因應 Epic 的所有挑戰。不需要購買多種協力廠商工具來填補解決方案的缺口。

許多儲存廠商都提供傳統、可靠且快速的區塊儲存。它們運作良好、但通常部署在封閉環境中、以執行單一工作
負載、例如正式作業、報告、清晰度、 VDI 、 VMware 和 NAS 。每個封閉環境都有不同的硬體和不同的管理工
具、通常由不同的 IT 群組管理。這種傳統方法增加了當今醫療業最大的問題、也就是複雜度。

NetApp 讓資料管理變得更簡單、更有效率。ONTAP 使用創新與技術、透過任何具有整合式資料保護功能的傳
輸協定、在單一平台上為每個工作負載提供一致且保證的 SLA 、而非讓大型封閉環境的問題大受影響。這些功
能和工具也延伸到您選擇的雲端、如下圖所示。

[ONTAP 為醫療產業提供擴充性與簡易性]

ONTAP 可用度的 EPIC

ONTAP 的核心是不中斷營運的營運、可避免業務營運中斷所造成的成本高昂。

NetApp 根據正式作業資料提供超過 99.99999999% 的可用度、這是透過 NetApp Active IQ 稱為家中的資料。
叢集中的每個 HA 配對都沒有單點故障。ONTAP 可追溯至 1992 年、是全球部署最廣泛的資料管理軟體、擁有
提供可靠儲存設備的卓越歷史。現在、有了 Active IQ 主動監控並自動解決 97% 的問題、可用度就會更高、支
援案例也會大幅減少。

EPIC建議使用HA儲存系統來減輕硬體元件故障。本建議從基本硬體（例如備援電源供應器）延伸至網路（例如
多重路徑網路）。

當您需要升級儲存設備、向上擴充、橫向擴充或重新平衡叢集上的工作負載時、病患照護將不會有任何影響。您
可能會移動資料、但絕不會再因資料移轉或堆高機升級而中斷病患照護。改用新一代技術、防範未來、避免硬體
束縛。 NetApp 甚至提供 100% 的書面可用度保證。

如需 NetApp 可靠性、可用度、可維修性和安全功能的詳細資訊、請參閱"NetApp ONTAP 可靠性、可用度、可
維修性和安全性"白皮書。

ONTAP 整合的 EPIC

醫療業的主要挑戰之一、就是封閉環境的效率不彰。

多點解決方案是由阻礙進展的不同群組所建立。統一化的資料管理策略可提高效率、加速轉型。將病患記錄、勒
索軟體和泛用 AI 等顛覆性技術、都是整合的必備工具。

有了 ONTAP 、您就能在內部部署和雲端上整合檔案 / 區塊 / 物件、以及每個第 0/1/2/3 層工作負載、全部都在
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ONTAP 上執行。

EPIC on ONTAP 效率

EPIC 可在所有 Flash 陣列上執行、其中大部分的成本都是磁碟。因此、儲存效率對於節省
成本至關重要。

NetApp 內嵌式儲存效率可在儲存設備上實現領先業界的節約效益、而不會影響效能、我們甚至還提供 All Flash

Array 的書面效率保證。

在計算儲存效率時、請務必測量原始到可用的有效容量。

• * 原始容量 * 在套用任何 RAID 之前、磁碟大小依磁碟數而定。

• * 可用容量 * 套用 RAID 後、可用儲存空間有多少。

• * 有效容量 * 配置及呈現給主機或用戶端的儲存容量。

下圖是典型 Epic 部署的效率計算範例、包括所有需要 852TB 有效儲存空間的工作負載、效率高達 5.2:1 、可提
供 1.32PB 的總有效資料。

根據磁碟數量、原始至可用容量會稍有不同。

[卓越的儲存效率]

NetApp 不使用 NetApp Snapshot 技術或精簡配置來計算保證方案的效率。這樣做會顯示 30-

100:1 的不切實際效率、這並不代表實際儲存容量的規模。

ONTAP 的卓越效能

ONTAP 於 2009 年推出 Flash 技術、並自 2010 年起支援 SSD 。這項 Flash 儲存設備的
長期使用經驗可讓 NetApp 調整 ONTAP 功能、以最佳化 SSD 效能、並增強 Flash 媒體的
耐受度、同時保留 ONTAP 的豐富功能。

自 2020 年起、所有 Epic odb 工作負載都必須位於 All Flash 儲存設備上。EPIC 工作負載通常以每 TB 儲存容量
約 1 、 000 至 2 、 000 IOPs （ 8k 區塊、 75% / 25% 讀寫比率、 100% 隨機）運作。EPIC 對延遲非常敏感、
而高延遲對終端使用者體驗以及執行報告、備份、完整性檢查和環境更新時間等作業工作都有明顯影響。

• All Flash Array 的限制因素不是磁碟機、而是控制器的使用率。

• ONTAP 使用雙主動式架構。為了達到效能、 HA 配對中的兩個節點都會寫入磁碟機。

• 如此一來、 CPU 使用率便達到最大化、這是 NetApp 能夠發佈業界最佳 Epic 效能的最重要因素。

• NetApp RAID DP 、進階磁碟分割（ ADP ）和 WAFL 技術可滿足所有 Epic 需求。所有工作負載都會在所有
磁碟之間散佈 IO 。無瓶頸。

• ONTAP 已經過寫入最佳化；寫入一次會被確認寫入鏡射 NVRAM 、然後再以內嵌記憶體速度寫入磁碟。

• WAFL 、 NVRAM 和模組化架構可讓 NetApp 使用軟體、以即時效率、加密和效能進行創新。此外、
NetApp 也能在不影響效能的情況下、引進新的功能和功能。

• 過去、每個新版 ONTAP 的效能與效率都有 30% 至 50% 的提升。當您與 ONTAP 保持最新狀態時、效能是

2



最佳選擇。

NVMe

當效能至關重要時、 NetApp 也支援下一代 FC SAN 傳輸協定 NVMe / FC 。

如下圖所示、我們的 Genio 測試使用 NVMe / FC 傳輸協定、與 FC 傳輸協定相比、實現了更多 IOPS 。NVMe /

FC 連線解決方案在超過 45 秒寫入週期臨界值之前、達到超過 700k IOPS 。以 NVMe 取代 SCSI 命令、也能大
幅降低主機的使用率。

[EPIC Genio 圖形]

ONTAP 擴充性的 EPIC

Epic 硬體組態指南的成長率約為每年 20% 、為期 3 年。不過、環境也可能意外成長。

NetApp 可無縫擴充 NAS 、 SAN 和物件叢集的效能和容量、最多可擴充至 12 個節點。因此、您可以隨業務成
長而不中斷營運地向上或向外擴充。

Epic Iris 提供更多擴充功能。它可讓擁有多個 Epic 執行個體的大型客戶整合至單一執行個體。"現代 SAN 上通
過 NetApp 驗證的架構 Epic"本文說明 Epic 可在單一 HA 上無縫地將整合的工作負載擴充至 720K IOPS 、並在
叢集中橫向擴充至超過 4M IOPS 。您可以升級控制器或將磁碟新增至現有叢集、以不中斷營運的方式擴充。

NAS 、 SAN 和物件資料也能在叢集中的節點之間不中斷地移動。叢集中的每個 HA 配對都可以是 ONTAP FAS

和 AFF 系統類型和大小的任意組合。您可以在單一叢集之間平衡工作負載、以最大化您的儲存投資。

ONTAP 也提供選項、可將 StorageGRID 或雲端上的物件儲存設備作為備份目標及 / 或自動冷儲存分層目標。此
功能可讓您自動將昂貴的 All Flash 磁碟、階層快照和冷資料釋出給 Object 。

結果是、 Epic 只要運用 ONTAP 、多重通訊協定、 StorageGRID 及您選擇的雲端、就能更好地運用 NetApp 產
品組合。這些產品提供災難恢復、歸檔、分析、分層等選項。

EPIC 儲存效率組態

快照是磁碟區的時間點複本、該磁碟區是唯讀的。

快照會對作用中檔案系統中的所有區塊進行邏輯鎖定。NetApp ONTAP Snapshot 複本近乎即時、而且不會使用
任何額外的儲存設備。

寫入其中檔案配置（即 WAFL ）是唯寫入的檔案系統、不會執行其他 IO 、例如在覆寫前複製受快照保護區塊中
的資料。不會移動任何資料、因此快照不會影響儲存容量或效能。快照可大幅節省儲存成本、同時擴充備份解決
方案。

FlexClone

NetApp ONTAP FlexClone Volume 是現有磁碟區的複本或現有磁碟區的快照。否則、它 ONTAP 就像其他任何
磁碟區一樣、可以自行複製、使用快照保護、並使用 QoS 原則進行設定。

與快照一樣、 FlexClone 磁碟區在建立時不需要任何額外空間。只有複本變更才需要額外容量。

Epic 需要 10 至 30 份正式作業資料庫複本、以滿足各種作業需求、例如串流備份、完整性檢查和整備升級環
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境。隨着升級頻率的增加，構建在 FlexClone 捲上的解決方案的需求也隨之增加。

NetApp 提供全自動 Epic 備份解決方案和 Epic Refresh 解決方案、作為解決方案的一部分、使用
Ansible 和原生 NetApp 工具。

ONTAP 安全性的 EPIC

安全性是當今組織和醫療主管的首要考量。管理工作從未如此困難、組織也面臨法規遵
循、資料治理、防毒保護和勒索軟體等挑戰。

完整的 Epic 與儲存安全性指南不在本文件的涵蓋範圍之內、但"ONTAP 安全強化指南"詳細說明 ONTAP 提供的
所有廣泛與進階安全功能。

NetApp Active IQ Unified Manager 會根據所包含的資訊來監控安全違規事件、並在儀表板中報告這些違規事
件"TR-4569"、以簡化安全管理。這些工具可協助貴組織達成安全目標、以保護、偵測及補救攻擊。

NetApp 也與安全性廠商合作、透過軟體提供整合"NetApp FPolicy"功能、以強化您的安全性產品。此外、"多因
素（ MFA ）驗證"您也可以新增以保護 Epic 環境免於遭洩漏認證的未經授權存取。

最後、 ONTAP 原生 Snapshot 複本與不可變"ONTAP 網路保存庫"的 SnapLock 技術搭配、提供獨特的氣隙功
能、可保護病患記錄免於勒索軟體的侵害。請參閱上的 NetApp 文件"NetApp勒索軟體解決方案"。如需更具策略
性的安全性方法，請參閱"NetApp 與 Zero Trust"。
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