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* gl

{
"level":"INFO",

"maxBytes":"52428800",
"name":"xcp.log"

}
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{

"eventlog": {
"isEnabled": true,
"level": "INFO"

Yo
"sanitize":

}
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ESF eventlog FIELfIEIER) JSON ABAEIEE4

{
"logConfig": {
"level": "INFO",
"maxBytes": 52428800,
"name": "xcp.log"
by

"eventlog": {
"isEnabled": true,
"level": "INFO"

by

"syslog": {
"isEnabled":
"level":

true,
"info",
"serverIp":
"port": 514
by
"sanitize":

}

false
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<Time stamp> - <Severity level> {"Event
ID": <ID>, "Event

Category":<category of xcp event log>,
"Event Type": <type of event

log>, "ExecutionId": < unique ID for
each xcp command execution >,
"Event Source":

"Description":

<host name>,
<XCP event log message>}

Eventlog ;{23518
LUFEIER AR eventlog FE .

* Event ID : BESFMACHEENSRIME—HRIES o

il

2020-07-14 07:07:07,286 - ERROR {"Event

ID": 51, "Event Category":

"Application failure", "Event Type":

"No space left on destination

error", " ExecutionId ": 408252316712,

"NETAPP-01",

"Target volume is left

with no free space while executing
copy {}. Please increase the size of

target volume

10.101.101.101:/cat vol"}

"Event Source":
"Description":

* Event Category . sRPASEHERMEHCERASBVEER
* Event Type : Sl EGMENEEFE - SESHERIUBR—ELER -

Description
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* ExecutionId ! BME#ITE XCP fp S RIME— KBRS o

B A Syslog FAP i
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{

"syslog":{
"isEnabled":true,
"level":"INFO",
"serverIp":"10.101.101.4",
"port":514

by

"sanitize":false

}
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serverIp FER = IR G 5 & Syslog fAARES IP (ks E1ATE

port Integar 514 IEEEIR IR Syslog 2RSS EEIRIR o [MRILUfEALLE

15 ~ #% Syslog AR E BT RMERE E1#F
Syslog BEHIER o FERAY UDP EiFiEA 514 o
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<PRI> = syslog facility * 8 + severity value
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<PRI><version> <Time stamp> <hostname> <14>1 2020-07-08T06:30:34.3417Z netapp

xcp nfs - - - <XCP message> xcp nfs - - - INFO {"Event ID": 14,
"Event Category": "XCP job status",
"Event Type": "XCP scan completion",
"Event Source": "netapp",
"Description": "XCP scan is completed
by scanning 8
items"}

XCP FEFETEILEE ~ RE NFS Y Syslog 1258
TRETAE NFS Z Syslog 1288/ Syslog 2SN EAFEEF
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<message severity level i.e CRITICAL, INFO {"Event ID": 14, "Event Category":

ERROR, WARNING, INFO, DEBUG> <XCP event "XCP job status", "Event Type": "XCP

log message> scan completion", "Event Source":
"netapp", "Description": "XCP scan is

completed by scanning 8 items"}

XCP FEFRTET Syslog slE4&= « & SMB 1) Syslog 1558
FFREER Syslog s EMENAIEEAFNEEH ~ LUK SMB #Y Syslog 1258 :

RN et

<PRI><version> <Time stamp> <hostname> <14>1 2020-07-10T10:37:18.452Z

xcp _smb - - - <XCP message bansalall xcp smb - - - INFO {"Event
ID": 14, "Event Category": "XCP job
status", "Event Type": "XCP scan
completion", "Event Source": "NETAPP-
01", "Description": "XCP scan is

completed by scanning 17 items"}

& SMB Z Syslog 1258/ XCP FEARZXAE
TFREETRA S SMB Z Syslog 12889 Syslog s EME N EEAFEEF) -

RN 0]

<message severity level i.e CRITICAL, NFO {"Event ID": 14, "Event Category":

ERROR, WARNING, INFO, DEBUG> <XCP event "XCP job status", "Event Type": "XCP

log message> scan completion", "Event Source":
"NETAPP-01", "Description": "XCP scan

is completed by scanning 17items"}
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